Appendix C
M ode-S Specific Services (M SSS)

DRAFT

Version 1.0



This Page Intentionally Left Blank.



Table of Contents

C. MODE-SSPECIFIC SERVICES (MSSS).....uuitiiiiiiiiiiiiiieiit i sie st siee e s 1
C.1  INTRODUCTION. .. uttiitiitttiesieitrte e s s stbsre e s sbse e e s s a e e s s b b e e e et aba s e e s s e sba e e e s s kb e e e e s sbb e e e e s e sbbe e e s s aanreaenaas 1
CLLl1 PURPOSE.....cciiiitttiie ittt ettt sttt e ekt e e s e bt e e s e b et e e sk b et e e e e b e e e e s e nr e e e e s aanrneeeaa 1
LT S oo PSP P U PP PUPRPPPPPRN 1
C.1.3 MODE-S APPLICATION ENTITY (AE) / TRANSPONDER INTERFACE MANAGEMENT..........c...... 1
C.2 DESIGN REQUIREMENTS . ..uuuiiitttitiitttieeettttesessieesestitesessietesteetest ettt 2
C.2.1 BASICOPERATIONS. .. .utiiiiiittiiesaittete e s sttt e e e s st e e e abr e e e e s e b e e e s e sne e e e s abb e e e e s s nre e e e s annreeeeans 2
C.2.2 MODE-S SPECIFIC SERVICESENTITY (SSE) INTERFACE REQUIREMENTS .....uvviiieiiiiieeeesiieeeeeans 2
(O R € 07 | SRRSO 2
C.2.2.2 FUNCHONE Capability .....ceoiueiiiiiie ettt 2
C.2.2.3 Mode-S Specific Services ArChiteCIUIE ........eeviie e e 3
C.2.24 Transponder to Application Entity (AE) INEfaCe........ccooueeieiiiiiee e 3
C.2.25 Application Entity (AE) to Transponder INterface...........ooovveeiiieeiiiee e 4
C.2.2.6 Mode-S SpPeCifiC SErViCES PrOCESSING. .. ..cccuuieiiiieiiieeiiee e siee e sitee et snee e 4
O 0t R o (0=~ | o SRR 5
C.22.6.1.1 DOWNIINK PrOCESSING .. .eveieeiiiiieeeitiieeeesiiieeesssieeeessnseeeeesssseaeesssseeeessnsseeeesssseeessssseeesans 5
C.22.6.1.1.1  GENEIEL.....ceeeiiiiiie e ettt et e e ettt e e et e e e e et e e e e sae e e e e assteeeesansaeeeeannseeeeeanreeeeennnraeaeans 5
C.2.2.6.1.1.2 BroadCast PrOCESSING.......cueiuuieiieieiiiieiteeesieeessteessiteesssteesssseessnseesseeesneeesnseeesnseeesnes 5
C.226.1.1.3 Ground-Initiated Comm-B (GICB) ProCeSSiNG .......ccevieeieiiiiiiiieiieeee e eeiiieeeeeeee e e e eennenes 5
C.226.1.1.4 IMSP PrOCESSING ....ccituiieeiiuiiieeeetieeeeastteeeesssteeeesansseeeesassseeeesasseeeeeansseeeesanseeeesssseeesans 6
C.2.2.6.1.2  UPIINK PrOCESSING. .. ceiteeiaitieiieieaitie st e st e e st e ssbee e sibe e ssbe e ssseesesseeasneesneeesnneeesnneeeanes 7
C.2.2.6.1.2.1  GENEIEA.....coiieieiiie ettt ettt ettt e ettt et e e a e e e ab e h b e e b e be e abe e anne e anes 8
C.22.6.1.2.2 BroatCast PrOCESSING......uuuuiiieeeeiiiiiiiiiieeeeeeesssititereeeae e e e s ssnasreeeeaeeessassasareeeeaeessannnnees 8
C.2.2.6.1.2.3 IMSP PrOCESSING.....cutveteeiiureeeesiitteeeeasseeesessssseeesaasssesesasseeassasseeesanssseeessssseeeessnsseeesans 8
C.2.2.6.2 MSP PaCKet FOMMIELS .......ceeeeiiiiieeeiiiiieeesiiie e e ssite e e e sttt e e s ssaeeeesssaaeeeeanssaeeesansenasesnssaeenans 8
C.22.6.21 Short FOrM MSP PaCKEL..........ceiiiiiiiiieiiiiiee ettt e st e e e e e e e e e s e e e e e snnraeeeans 8
C.226.22 LoNg FOrM MSP PaCKEL .......coiiiiiiiiiiiiiiee e e e e e e e annnees 9
C.2.2.6.3  L-Bit PrOCESSING ... .ceiiiiiiiiieeeiiiie e ettt ettt e et e e e ettt e e e st e e e s anae e e e e esseeeesansbeeeeennnreeeeans 9
C.2.2.6.4 BroadCast FOMMEL.........ccuuuieeiiiiieeeiiieeeeeeeeeeeeseeeessseeaeesssteeeesssseeeeassnseeeeassseeeessnseeeesans 10
C.2.2.7  FramME PrOCESSING . .eeeuviieiiieeiitieasieee sttt e atee e st e e st e e ssbe e e sabe e s ssbee e abbeesbbeeanbeeesabeeesnbeeesnneeens 10
C.227.1 UPINK FFAIMES.....ceeiiiie et e ettt e e e e e e e e e e e e s s eaa e e e e e e e e s e s aantraneeeeeeesannnneees 10
C.227.0.1 UPIINK SLM FFaMES......ceiiiiiiiieeeiieie et ete e et e e st e e e st e e e s snneeeaesnneeeessnneeeeeans 10
C.22.7.0.0. 1 SD HE. ..ottt nnee e 10
C.22.7.0.0.2  LAS COUING -.ttiittieeiiieaiitieeiiteeateee st et e e st e sibe e s st e e e ssb e e e ssbeesbbeesnseeesnbaeesnbeeesnseaens 11
C.227.1.1.3 Single Segment SLIM FIamMe........ccuviiiiieii ettt e e e e e e e e nnneees 11
C.227.1.1.4 Multiple Segment SLIM Frame.......ccoiiiiieeiiiiiee et seee e e e e e enaeee e 11
C.2.2.7.1.2  UPINK ELM FFME..... .ottt ettt st e s 13
C.22.7.2 DOWNIINK FIBMES.....ccciiiiiie ettt s e e e e e e et e e e e s e e e e e snneeeeeanraeeeans 13
C.22.7.21 DOWNIINK SLIM FTaME ...ttt 13
C.22.7.20.1  LBS COUING....cceuttiaitieaitie ettt ettt sttt esb e e e s e e s b e e ssn e e snn e e snneeannneeas 13
C.2.2.7.2.2.2  LiNKING PrOLOCOL.........eiiiieieiiiie ettt et nnnee e 14
C.2.2.7.2.1.3 DireCting SLIM FFaIMES.......cciuieiiiie ittt ettt sbe e snnee e 14
C.227.2.2 DOWNIINK ELM FramMe .......ceiiiiiiiiiiie ettt 15

C.227.221 DIrecting ELM FIaIMES........coiiiiiiieeiiiiiee e eiiiee e sttt e st e e et e e e s snnae e e e s nnneeeesenneeeeeans 15



C.2.2.7.2.3 DEIVEY SHEUS......ccoeiiiiiiieii e e nnee s 15

C.22.7.24 INErrOgator AENMTITIEN. ... ..oueie e 15
C.22.7.25 Frame CanCalation.........cccooeiiii i 15
C.2.2.8  SYSOM TIMES...ei i iitiie ettt e e ettt e et e e e e e e e e e e e e b e e e e ssseeeeeesseeeeaasaaeeeesassesaesanreeeeans 15
C.3 MODE-S SPECIFIC SERVICES TEST PROCEDURES. .......ciiiiiiiiiiiitiieeeeeeeeeeertieaeeeeeeeeesssnaaeeeeeens 16
C.3.1 GENERAL CHARACTERISTICS .. i eeeeiietttitaaeeeeeeeeeetttaaaeeeaeseeasataaaeeeeesseesataaaaaeeesseesrsaaaaaeeees 16
C.3.2 DETAILED TEST PROCEDURES.........cettttttiiiieeeeieeetiteeeeeeeeseessataseseeeseeesaaaeeeeeseeesrsraaeeeees 17
C.3.21 DOWNINK PrOCESSING. . .cccivvieeeiiitiee e ettt e e e eieee e e esitee e e e sisteeeeessbaeeesssseeaeaaaseeeesssseeeesansreeeeans 17
C.3.21.1 BroadCast PrOCESING.......ccetiiuriieiiitiiteeaiitieesasseeeeassseeessssseeeessnsseeesassseeessssseesessnsseessans 17
C.3.2.1.2  IMISP PrOCESSING. ... cuetteettieeiteeaitee ettt e atee e st e e ssbe e sabe e e ssbe e e asbe e e aseeeaseeeanseesabeeesnnneesnneeens 18
C.3.2.2  UPINK PrOCESSING ... ettiieiiie ettt ettt sb e nba e bt e e ssn e e e ba e e snneeennneeeas 19
C.3.22.1 BroadCast PrOCESSING.......ccceiiiuiieeeiiieieeiiieeeeeeiieeeessssreeeesssaeeessssseeeeasssseeessssseeeessnssseesans 19
C.3.2.2.2  IMSP PrOCESSING. ... ueeieiiuiieeeeiaitiieeeatieeeessstteeessssseeesassseeesassteeeesansseeesaanseeeeeannseeeesanseeeseans 19
(ORI T = = (=T = OO 20
C.3.2.3. 1 UPIINK SLIM FraIMES. ...ccuiiiiiiie ettt ettt sttt sst e ba e e sbn e e st e e sbe e e snneeeas 20
C.3.2.3.2 UPlNK ELM FIaMES.......oviiieiiiiiee e ettt e et e e e e e eaae e e e eate e e e e naae e e e s nnnneaesenneeeean 23
C.3.2.3.3 DowWnlinK SLIM FramES........ccooeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeee 24
C.3.23.4 Downlink ELM Frame.......cooooieieeeeeeeeeeeeeeeeee 25
C.3.2.4  IMISP OPEIBLIONS .....ceiiiiieiiie ettt ettt ettt ettt et e e st e e asb e e s sbb e e s bb e e sbbeeenbeeesnneeesnneeeas 26
C.3.2.5  L-Bit LINKING ...uveiieiiiiie ettt e e e e e et e e e e sat e e e e ease e e e e annaeeeeannneeeeeenreeeeans 27
C.3.2.6 Link Frame Cancellation TIMEr (TC).....uuueeiiurieeiiiiiieeesiieieessieee e s siree e s s sieee e e s snnee e e s snneeeeeans 28
C.3.2.7 Interrogator LiNK TIMES (TZ) .....eeeiieee ettt 28
C.4  DATAFLASH APPLICATION ... ittttieetttteeeeettateeestttessesttesesttateeesttaesessatesesratesrsratesesrnaeeesnnn 29
(@3 R | Nl =70 15 10 Lot 1 TN P 29
C.4.2 THE CHOICE OF PROTOCOL . uuuuiiieeiiieiititieeeeeeeeeeeetea e e e e e e e eeetaba e e e e e e seeesabanaeeeeessessssaaaaeeeees 29
C.4.3 EUROCAE DOCUMENTATION ....ciiiiiitttteeeeeeeeeeeetaeeeeeeeeeeetataaaeeeeeseeesasanaeeeeeeseesssaaaeaeeees 29
C.4.4 DATAFLASH REQUIREMENTS. ...t iiiiiiiitttiieeeeeeeeeeetttaeeeeeeeseeetataseeeeesseessaaaaeeeeseeesssaaaaeeeees 30
C.45 DOCUMENT PRECEDENCE . ... .uuiiitettttttttttiaeeeeeeteesttteeeeeeseratstnaaeeeseeetttaeeeseesrrnaaees 30
C.4.6 UPLINK MSP CHANNEL 6 (GROUND-TO-AIRREQUEST) .....ctiiiiiiieeiiiiieeesnieeeeesniieeeessneeeeeans 30
CLA.B. 1 PUIMPOSE. ....eee ittt ettt et et e e et e e e e e et e e e s e e e e esne e e e e nnr e e e e annn e e e e annrneenan 30
(O T w0 1 0= 30
C.4.6.3 SR HEAdEr ASSIONMENTS......ceiiiiiiiieeiiiiee e e et e e e e e e et e e e s st e e e e sesseeeeasareeeessnseeaesasreeeeans 30
C.4.6.4 Dataflash REQUESE FOMMEL...........eeiiiiiuiiieeiiiiiee e eiieee e e siiee e e e s st e e e s snae e e s s nneeeessnneeeeeans 31
C.4.6.5 Dataflash Header (DH) 16 BilS......ccccueiieiiiiiieeeiiieeeestiie e e e seee e sieee e e e sieee e e e nnnee e e s enneeeeeans 31
C.4.6.5.1 Contract Number Subfield (CNS) 4-Bits. (Bits 9 to 12 of the Uplink MSP 6 User Data Field)
31
C.4.6.5.2 Reguest Data Subfield (RDS) 1-Bit. (Bit 13 of the Uplink MSP 6 User Data Fidd) .......... 32
C.4.6.5.3 BDSI and BDS2 Codes of the Register for Which the Contract is Required. 8 Bits. (Bits 17
to 24 of the Uplink MSP 6 User Data Field) ..........c.cooiuiiiiiiiiiiie e 32
C.4.6.6 MinMUM TIME (MT) B BilS....cccuriieiiiiiie et e et e et e e e e s e e e e e e e e e s eneeeeeans 32
C.A.6.7 BEVENLINILEON. ..o 32
C.4.6.7.1 Event Critefion FEld (EC) 4 BIlS....c.cuuii ittt 32
C.4.6.7.2 Stable TIMEFEA (ST) 4 BIlS...cccuie ittt 3
C.4.6.7.3 Change Fields — Change Quanta (CQ) and Change Threshold (CT) ......cccceevvvvveeeiiiiieeenns 34
C.4.7 DOWNLINK MSL CHANNEL 3. DATAFLASH SERVICE.......ccctttttieieeeeeeeeeiiiiieee e e e eeerrane e 36
CLAT. 1 PUMPOSE. ...ttt et e et e e et e e e e bt e e e s s e e e e e anse e e e e e nnn e e e e ennneeenannrneenan 36
C.4.7.2 Servicelnitiation and TEMINGLION...........coooeiiiiiiiiee e 36
(O By S = AV T oY = ()Y Lo [OOSR 37
C.A4.7.4 Downlink MESSAgE SITUCTUNE.........eieiiiiieeeeiiteee et ee e e sttt e e s e e e s st e e e s snaee e e e snneeeesanneeeeeans 38

C.4.7.5 DataExtraction by Mode-S Ground SEIONS..........ueeeiieieiieeeiiieeriee e 38



C.4.7.6 Dataflash Requirement/Test Cross Reference Table ........coovivieeiiiiiieiiiii e 11

C.4.8 TEST PROCEDURES FOR DATAFLASH APPLICATION. .. .uuutiiiiiaeeeaaauiiieeeeeeeeseaanneneeeeeaeessaanneens 12
C.A.8.1  TES EQUIPIMENL. ....utiiiitieeiiee ettt sttt et e et e e ssb e e ssb e e e sbb e e s be e e enbbeeenbeeesnneeesnneeens 42
C.A.8.2 TSt PrOCEUUIES......ceiitii ettt ettt ettt st e e st e et e e ssb e e e sbb e e e bt e e anbeeesnbeeesnseeennneeeas 4
C.4.8.21 Procedure#1: Initidlization and Checking for Dataflash SUPPOIt .........coccveveeiiieieeiiiiiiennnns a4
C.4.8.2.2 Procedure #2: Requesting the setup of Dataflash Contracts............cocceeeeieeiiieeniieeninenns 45
C.4.8.2.3 Procedure #3: Termination of Dataflash CONtractS............occvvveeiiiieeeiciieee e 49
C.4.8.24 Procedure #4: Dataflash Header (DH) Field TESIS......uvvviiiiiiie e 52
C.4.8.25 Procedure #5: Minimum Time (MT) Feld TESS. ... 53
C.4.8.2.6 Procedure #6: Event Criterion (EC) Field TESIS......ccoceiiiiiiiiieeeiee e 55
C.4.8.2.7 Procedure#7: Stable Time (ST) FEld teSS......coooiiiiiiiieeiee e 63
C.4.8.2.8 Procedure #8: MaxXimum MeSSagE RaLE ..........cccueeeeiiiiiee e e 69
C.4.8.2.9 Procedure #9: Test of Mode S Subnetwork Verson Number and Globa Capability Reporting
72
C.49 DATAFLASH INSTALLED SYSTEM PERFORMANCE ......cuuvtiiiiieeessianiirereeesessssssnnnneneseesssansnsenns 73
C.4.9.1 Ground TESt PrOCEOUIES........ccuvieiiiieiiiie sttt e sttt e siee e sbee et e e ssbee s ssaeessbbeesnseeesbeeesseeesnneeeas 73
C.4.10 IMPLEMENTATION GUIDELINESFOR DATAFLASH .....uttiiiiiiieiiiiiiiieeee e 74
(O3 0 I R O 1V V= RPN 74
C.4.10.2 Minimum NUMDEr Of COMITACES. ... ..cciuiiieeiiiiiee e e e e e e e sreeeeean 75
C.4.10.3 Contract request for atransponder register not serviced by the airborne ingtdlation ............ 75
C.4.10.4 Service continuity in overlapping coverage with radars using the same Il code.................... 75
C.4.10.4.1 Radar with the dataflash application embedded in the radar software..............ccocceeeeeee 75
C.4.10.4.2 Useof an ATC centre-based dataflash appliCation.............ccceeeiieeiiiieiiien i 76
C.4.10.5 Ground management of multiple contracts for the same transponder register ..................... 76
(O N (O NGRS < oV o A (= 11101107 1o PR UPPRRSPR 76
C.4.10.7 Dataflash request containing MUItiple CONIaCES...........cueeeiiiiriiieeiee e 7

C.4.10.8 Transponder register data contained in the downlink MESSage..........vvvveviiieeeeciiiee e 77



List of Tables



List of Figures






Cl

C.1l1

C.1.2

C.13

M ode-S Specific Services (M SSS)
Introduction

Purpose

This Appendix sets forth minimum operational performance standards for the Mode S
Specific Services (MSSS). The MSSS provides a standard communication interface and
service through which avionics application processors may exchange data with ground
based application processors via the Mode S transponder. Compliance with these
standards is required to assure that the Mode S Specific Services characteristics will
perform its intended functions satisfactorily under norma operating conditions.
Incorporated within these standards are system characteristics that will facilitate the
design and implementation of the Mode S Specific Services.

Scope

This Appendix defines the functiona requirements for the Mode S Specific Services, and
describes the architecture within which the Mode S Specific Services entity will operate.
It does not define data link applications that will be supported by Mode S and other data
links.

Mode-S Application Entity (AE) / Transponder |nterface Management

The Mode S Application Entity (AE) controls the interface to the Mode S Transponder
based on information received from the Higher-Layer Entity (HLE) via the Specific
Services Entity (SSE) interface, and based on the interna processing requirements of the
AE. Additiondly, the Mode S AE receives information via the AE/Transponder interface,
which must be processed and transferred to the HLE.

The Mode S AE must also establish and maintain the local relationship between the Mode
S Aircraft AE and the various Mode S Ground AEs with which it communicates.

Note: In the framework of these Mode S Specific Services referenced herein, the
Mode S AE supports the functionality required to support implementation of
these capabilities. A Mode S ADLP would provide the Mode S AE
functionality required, but in the context of this Appendix, it does not
necessitate the need for full Mode S ADLP capabilities.
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Design Requirements

Basic Operations

The Mode S Specific Services shal offer the following types of servicesto the user.

a. Mode S Protocol service: The Mode S Protocol (MSP) service transfers limited data
between air and ground application peers, using extremely low overhead. The MSP
service does not use diagnostic, flow control, or interrupt procedures as defined within
SO 8208. Such mechanisms should be defined within the application entities.

b. Broadcast Protocol service (Comm-A, Comm-B): The Mode S subnetwork is capable
of supporting information delivery to al interrogators participating in data link
operations for that aircraft through the use of the Broadcast Comm-B protocal. Itis
also able to receive messages directed to al transponders through the use of the
Broadcast Comm-A protocol.

c. Ground Initisted Comm-B service: The Mode S subnetwork allows for the access of
prestored data within the Mode S transponder (256 register set) from ground
application entities.

M ode-S Specific Services Entity (SSE) Interface Requirements

General

The AE shall support the accessing of Mode S Specific Services through the provision of
one or more separate AE interfaces.

Note: Mode S Specific Services consist of the broadcast Comm-A and Comm:-B,
Ground Initiated Comm-B (GICB) and MSP.

Functional Capability

The AE shall support the accessing of Mode S Specific Services through the provision of
one or more separate AE interfaces.

Message and control coding via the MSSS interface shall support dl of the capabilities
specified in 8B.2.2.6.

Note: Mode S Specific Services consist of the broadcast Comm-A and Comm:-B,
Ground Initiated Comm-B (GICB) and MSP.
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M ode-S Specific Services Architecture

The Mode S Specific Services architecture, as shown in Figure C-2-1, providces for the
top level architecture, which isinclusive of the Mode S Specific Services Entity (SSE), the
SSE interface to a higher layer application process, frame processing function, Mode S
transponder (aircraft component), and Mode S interrogator (ground component).
Between air and ground, the peer interface entities are identified as being, SSE Data,
Frames, and Mode Slink protocol (RF).

SSE SSE
Interface Interface
> -
Mode S Specific SSE Data Mode S Specific
Services Entity (SSE) [~ — — — T T T T Services Entity (SSE)
[ =i
I _ , lo|
| | Frame Processing Frames Frame Processing | z |
e« ... 00T ===== o)
I 2 \ 'y lo|
[ I
| | / Mode S link protocol v | |
[ (RF interface) g
Transponder Interrogator
[— — e ——— —— >

Figure C-2-1: Mode-S Specific Services Architecture

Transponder to Application Entity (AE) Interface

The AE shdl accept an indication of protocol type from the transponder in connection
with data transferred from the transponder to the AE. This shal include the following
types of protocols:

a.  Survelllance interrogation,

b. Comm-A interrogation,

c. Comm-A broadcast interrogation,
d. Uplink ELM.

The AE shall aso accept the Il code of the interrogator used to transmit the surveillance,
Comm+-A or uplink ELM.

Note: Transponders will not output all call and Traffic Alert and Collision
Avoidance System (TCAS) information on this interface. Use of S code
limited to Comm-A and Comm-A broadcast interrogations.
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The AE shall accept control information from the transponder indicating the status of
downlink transfers. Thisshdl include:

a. Comm:-B closeout,

b. Comm-B broadcast time out,

c. Downlink ELM closeout.

The AE shall have access to current information defining the communication capability of

the Mode S transponder with which it is operating. This information shall be used to
generate the Data Link Capability Report.

Application Entity (AE) to Transponder Interface

The AE shdl provide an indication of protocol type to the transponder in connection with
data transferred from the AE to the transponder. This shall include the following types of
protocols:

a. Ground initisted Comm:-B,

b. Airinitiated Comm-B,

c. Multistedirected Comm-B,

d. Comm:-B broadcast,

e. Downlink ELM,

f. Multiste directed downlink ELM.

The AE shdl aso provide:

1. Thell code for transfer of a multisite directed Comm-B or multisite directed downlink
ELM, and

2. The Comm-B Data Selector (BDS) code for a ground initiated Comm-B.

Notes Useof S code limited to Ground-initiated Comm-B and Comm-B Broadcast.

M ode-S Specific Services Processing

Mode S Specific Services shall be processed by an entity in the application termed the
Mode S Specific Services entity.
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Processing

Notes:

1. There are three Mode S Specific Services protocol types; broadcast, GICB and
MSP.

2. Control data can consist of information permitting message length, BDS code
used to access the data format for a particular register, and aircraft 24 bit
address.

Downlink Processing

Note: This section describes the processing of control and message data received
from the Mode S Specific Services interface.

General

The AE shdll be capable of receiving control and message data from the Mode S Specific
Services interface(s) and sending delivery notices to this interface. The control data shall
be processed to determine the protocol type and the length of the message data. When a
message or control data provided at this interface are erroneous (i.e., incomplete, invaid
or inconsistent) the AE shall discard the message and deliver an error report at the
interface.

Note: The diagnostic content and the error reporting mechanism are a local issue.

Broadcast Processing

The control and message data shall be used to format the Comm-B broadcast message as
specifiedin 8C.2.2.6.4 and transfer it to the transponder.

Ground-Initiated Comm-B (GICB) Processing

The GICB service congists of defined data available on board the aircraft being put into
one of the 255 transponder registers (each with a length of 56 bits) in the Mode S
transponder at specified intervals by a serving process, e.g. airborne collison avoidance
system (ACAYS), aircraft data link processor (ADLP), or an application entity (AE). A
Mode S ground interrogator or an ACAS unit can extract the information from any of
these transponder registers at any time and pass it for onward transmission to ground
based or aircraft applications.

The assignment of Registers shall be as specified in Appendix B.



C.2.2.6.1.1.4 MSP Processing

The MSP message length, channel number (M/CH, 8C.2.2.6.2.1) and optiondly the
interrogator 11 code shall be determined from the control data The MSP message
content shall be extracted from the received message data. If the message length is 26
bytes or less, the SSE shdl format an air initisted Comm-B message for transfer to the
transponder using the Short Form M SP Packet (see 8C.2.2.6.2.1). If the message length
is 27 to 159 bytes and the transponder has adequate downlink ELM capability, the SSE
shall format an ELM message for transfer using the Short Form MSP Packet. If the
message length is 27 to 159 bytes and the transponder has a limited downlink ELM
capability, the SSE shal format multiple Long Form MSP Packets (see §C.2.2.6.2.2)
using ELM messages as required utilizing the L bit and the M/SN Fields for association of
the packets. If the message length is 27 to 159 bytes and the transponder does not have
downlink ELM capability, the SSE shdl format multiple long form MSP packets using air
initiated Comm-B messages, as required utilizing the L bit and M/SN fields for association
of the packets. Different frame types shall never be used in the ddivery of an MSP
message. Messages longer than 159 bytes shall be discarded. The assignment of
downlink MSP channel numbers shall be as specified in Table C-2-2.

For an MSP, a request to send a packet shall cause the packet to be multisite-directed to
the interrogator 11 code as specified in control data. If no Il code is specified, the packet
shal be down linked using the air-initiated protocol. A message delivery notice for this
packet shal be provided to the Mode S specific interface when the corresponding
closeout(s) have been received from the transponder. If a closeout has not been received
from the transponder in Tz seconds, as specified in Table C-2-2, the MSP packet shall be
discarded. This shall include the cancellation in the transponder of any frames associated
with this packet. A delivery failure notice for this message shall be provided to the Mode
S Specific Services interface.



Table C-2-2: MSP Channel Number Assignments

Uplink Channel Number Assignment
Not Vdid
Specific Services Management
Traffic Information Service
Ground-to-Air Alert
Ground Derived Position
TCAS Sensitivity Level Control
Ground-to-Air Service Request
Air-to-Ground Service Response
Unassigned

N[O~ [WIN|FL|O

I
8

Downlink Channel Number Assignment
0 Not Vaid

1 Specific Services Management
2 Unassigned

3 Data Flash

4 Position Request
5

6

7

Unassigned
Ground-to-Air Service Response
Air-to-Ground Service Request

8-63 Unassigned

Table C-2-3: Broadcast Identifier Number Assignments

Uplink Broadcast I dentifier Assignment
006 Not Valid
016 Differential GPS Correwction
3056 Not Valid
36 TCAS/ACAS (RA Broadcast)
326 TCAS/ACAS (ACAS Broadcast)
Others Unassigned
Downlink Broadcast Identifier Assignment
006 Not Valid
0246 Traffic Information Service
1046 Data Link Capability Report
2046 Aircraft Identification
3046 TCAS/ACAS (RA Broadcast)
FE;s Update Request
FFs Search Request
Others Unassigned

C.2.2.6.1.2 Uplink Processing

Note: This section describes the processing of Mode S Specific Services messages
received from the transponder.



C.226.1.21

C.2.26.1.22

C.226.1.23

C.22.6.2

C.226.21

General

The AE shal be capable of receiving Mode S Specific Services messages from the
transponder via Frame Processing. The AE shal be capable of delivering the messages
and the associated control data at the specific services interface. When the resources
alocated at the interface are insufficient to accommodate the output data, the AE shall
discard the message and deliver an error report at this interface.

Broadcast Processing

If the received message is a broadcast Comm+-A, as indicated by control data received
over the transponder/AE interface, the broadcast ID and user data (see §C.2.2.6.4) shdl
be forwarded to the Mode S Specific Services interface, dong with the control data that
identifies this as a broadcast message. The assgnment of uplink broadcast identifier
numbers shall be as specified in Table C-2-3.

M SP Processing

If the received message is an MSP, as indicated by the packet format header Gee
8C.2.2.6.2), the User Data Field of the received MSP packet shall be forwarded to the
Mode S Specific Services interface together with control data that identifies this as an
MSP message. L bit processing (see §C.2.2.6.3) shall be performed as required. The
assgnment of uplink MSP channel numbers shall be as specified in Table C-2-3.

M SP Packet For mats

Short Form M SP Packet
The format for this packet shall be as follows:

| DP1 | MP1 | M/ICH:6 | FILL 1:00r 6 | UDuv |

Data Packet: Type (DP) Thisfield shall be set to ZERO (0).

M SP Packet Type (MP): Thisfield shall be set to ZERO (0) to indicate that thisis a Short
Form M SP Packet.

MSP Channd Number (M/CH): The fidd shall be set to the channel number derived from
the SSE control data (Table C-2-5).

Fill Fied. (FILL1: O or 6): The Fill length shal be 6 bits for a downlink SLM Frame.
Otherwise the Fill length shall be ZERO (0).
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User Data (UD): The User Data Field shall contain message data received from the
Mode S Specific Services interface.

Long Form M SP Packet
The format for this packet shall be as follows:

|DP1 [MP1 | SP2 | L1 [ M/SN:3 | FILL 200r2 | M/CH:6 | UDw |

Data Packet Type (DP): Thisfield shall be set to ZERO (0).

MSP Packet Type (MP): This field shal be set to ONE (1) to indicate that thisis not a
Short Form M SP Packet.

Supervisory Packet (SP): Thisfield shall be set to ZERO (0).

L Fied (L): A vaue of one shall indicate that the packet is part of an L bit sequence with
more packets n the sequence to follow. A vaue of ZERO (0) shal indicate that the
sequence ends with this packet.

MSP Seguence Number Field (M/SN): Thisfield shal be used to detect duplication in the
ddivery of L bit sequences. The first packet in an L bit sequence shal be assigned a
sequence number of ZERO (0). Subsequent packets shall be numbered sequentialy. A
packet received with the same sequence number as the previoudly received packet shall
be discarded.

MSP Channd Number (M/CH): The fidd shall be set to the channel number derived from
the SSE control data (Table C-2-5).

User Data (UD): The User Data Field shall contain message data received from the
Mode S Specific Services interface.

L-Bit Processing

L bit processing shdl be performed only on the Long Form M SP Packet.
Upon receipt of along form M SP Packet the AE shall construct the User Data Field by:
a. Verifying that the packet order is correct using the M/SN Field (see 8C.2.2.6.2.2).

b. Assuming that the User Deta Field in the MSP Packet is the largest number of
integral bytes that is contained within the frame.

c. Associating each User Data Field in an MSP Packet received with a previous User
Data Field in an MSP Packet that has an L bit value of ONE (1).
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d. Truncating the assembled User Data Field to 151 bytes if necessary.
Note: Truncation of the user data field is a condition that cannot be reported.

e. If an error is detected in the processing of an MSP packet, the packet shall be
discarded.

In the processing of an L bit sequence, the AE shall discard any MSP packets that have
duplicate M/SN values. The AE shal discard the entire L bit sequence if a long form
M SP Packet is determined to be missing by use of the M/SN Field.

The packets associated with any L hit sequence whaose reassembly is not completed in
Tm seconds (Table C-2-4) shall be discarded.

Broadcast For mat

The first byte of the broadcast MA field shal contain the broadcast identifier as specified
in Table C-2-1.

Frame Processing
Uplink Frames

Uplink SLM Frames

An uplink SLM frame shal be composed of up to 4 sdectively addressed Comm-A
segments.

Note: Each Comm-A segment (MA Field) received by the AE is accompanied by the
first 32 bits of the interrogation that delivered the segment. Within these 32
bitsis the 16 bit Special Designator (SD) Field.

SD Field

When the Designator Identification (DI) Field (bits 14-16) has a code vaue of 1 or 7, the
Special Designator (SD) Field (bits 17-32) of each Comm-A interrogation shall be used to
obtain the Interrogator Identifier Subfield (I1S, bits 17-20) and the Linked Comm-A
Subfidd (LAS, bits 30-32). The action to be taken shall depend on the value of LAS.
The contents of LAS and 11S shall be retained and shall be associated with the Comm-A
message segment for use in assembling the frame as indicated below. All fieds other
than the LAS Field shall be as defined in §2.2.19.2.1.1
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SD FIELD

For DI=1

> TMS
IS MBS MES LOS | RSS SPARE | LAS
17220 (21 > 22 |23 > 25 | 26 27 = 28 | 29 302> 332
For DI=7

> TMS
1S RRS SPARE | LOS SPARE SPARE | LAS
17220 (21 => 24 | 25 26 27 = 28 | 29 302> 332

Figure C-2-2: The SD Field Structure

LAS Coding

The three bit LAS subfield shall be coded as specified in Table C-2-4.

Table C-2-4: LAS Subfield Coding

LAS
(decimal)
0 Single segment
Linked, 1% segment
Linked, 2" but not final segment
Linked, 3 but not final segment
Linked, 4" and final segment
Linked, 2" and final segment
Linked, 3 and final segment
Unassigned

Meaning

N[OOI~ [WIN|F-

Single Segment SLM Frame

If LAS=0, the data in the MA Field shall be consdered a complete frame and shall be
made available for further processing.

Multiple Segment SLM Frame

The AE shdl accept and assemble linked 56 bit Comm-A segments associated with all 16
possible Interrogator Identifier (11) codes. Correct linking of Comm-A segments shall be
achieved by requiring that al Comm-A segments have the same value of 1IS. If LAS=1
through 6 the frame shall consist of two to four Comm-A segments as specified in the
following:




Note 1. The number of linked Comm-A's is limited to four because longer linked
Comm-A transmissions would result in inefficient utilization of the Mode
Slink, aswell as slow frame delivery. Longer frames can be transferred
mor e efficiently using the ELM protocol.

Initid Segment: If LAS =1, the MA Field shall be assembled as the initial segment of an
SLM frame. In this case, the initial segment shall be stored until al segments of the
frame have been received or the frame is canceled.

Intermediate Segment: If LAS = 2 or 3, the MA Fidld shdl be assembled in numerical
order as an intermediate segment of the SLM frame. It shall be associated with previous
segments containing the same vaue of 11S.

Find Segment: If LAS=4, 5or 6, the MA Field shall be assembled as the fina segment
of the SLM frame. It shall be associated with previous segments containing the same
value of IIS.

Note2: A two segment linked Comm-A will consist of an initial segment (LAS=1)
and a final segment (LAS=5).

Frame Completion: The frame shall be considered complete and shall be made available
for further processing as soon as al segments of the frame have been received.

Frame Cancdlation: An incomplete SLM frame shall be canceled if one or more of the
following conditions apply:

a A new initial segment (LAS=1) is received with the same value of I1S. Inthiscase,
the new initial segment shall be retained as the initial segment of anew SLM frame.

b. The sequence of received LAS codes (after the elimination of duplicates) is not
contained in the following list:

LAS=0

LAS=15

LAS=126
LAS=162
LAS=1234
LAS=1324
LAS=1243
LAS=1342
. LAS=1423
10. LAS=14,32

C. Tc (seconds) have elapsed since the last Comm-A segment with the same value of
USwasreceived. See Table C-2-6.

WCoNoh~wWDNPE

Segment Cancdllation

A received segment for an SLM frame shall be discarded if it is an intermediate or find
segment and no initial segment has been received with the same value of 11S.
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Segment Duplication

If a received segment duplicates a currently received segment number with the same
value of 11S, the new segment shall replace the currently received segment.

Note 3. The action of the Mode S link protocols may result in the duplicate
delivery of Comm-A segments.

Uplink ELM Frame

An uplink ELM frame shall consist of from 20 to 160 bytes and shall be transferred from
the interrogator to the transponder using the protocol defined in 82.2.20. The first 4 bits
of each uplink ELM segment (MC Field) shall contain the Interrogator Identifier (11) code
of the Mode S interrogator transmitting the ELM. The AE shall check the Il code of
each segment of a completed uplink ELM. If al of the segments contain the same Il
code, the Il code in each segment shall be deleted and the remaining message bits
retained as user data for further processing. If al of the segments do not contain the
same |l code, the entire uplink ELM shall be discarded.

Note: An uplink ELM frame consists of 2 to 16 associated Comm C segments, each
of which contains the 4 bit Il code. Therefore, the capacity for packet
transfer is 19 to 152 bytes per uplink ELM frame.

Downlink Frames

Note: Data is transferred from an A to a “ Ground Application Entity” using
downlink frames.

Downlink SLM Frame

A downlink SLM frame shall be composed of up to 4 Comm-B segments. The MB Field
of the first Comm-B segment of the frame shall contain a 2 hit Linked Comm-B Subfield
(LBS, bit 1 and 2 of the MB Field). This subfield shall be used to contral linking of up to 4
Comm:-B segments.

Note: The LBS uses the first two bit positions in the first segment of a multi or
single segment downlink SLM frame. Hence, 54 bits are available for Mode
S packet data in the first segment of a downlink SLM frame. The remaining
segments of the downlink SLM frame, if any, have 56 bits available.

LBS Coding

Linking shal be indicated by the coding of the LBS subfield of the MB Field of the initid
Comm-B segment of the SLM frame.



The coding of LBS shall be as specified in Table C-2-5.

Table C-2-5: LBS Subfield Coding

LBS Meaning
(decimal)
0 Single segment
1 Initial segment of atwo-segment SLM frame
2 Initial segment of athree-segment SLM frame
3 Initial segment of afour-segment SLM frame

C.2.2.7.2.1.2 Linking Protocol

C.227213

In the Comm-B protocoal, the initid segment shdl be transmitted using the air initiated or
multisite directed protocols. The LBS Fidld of the initid segment shall indicate to the
ground the number of additional segments to be transferred (if any). Before the transfer
of the initial segment to the transponder, the remaining segments of the SLM frame (if
any) shall be transferred to the transponder for transmission to the interrogator using the
ground initisted Comm-B protocol. These segments shal be accompanied by control
codes that cause the segments to be inserted in ground initiated Comm-B Registers 02,
03,6 or 0446, associated respectively with the second, third, or fourth segment of the
frame.

Closeout of the air initiated segment that initiated the protocol shall not be performed until
all segments have been successfully transferred.

Notes:

1. The linking procedure including the use of the ground initiated CommB
protocol is performed by the AE.

2. When the Mode Sinterrogator detects a non-zero LBS code in an air initiated or
multisite directed Comm-B segment, it can proceed immediately with the ground
initiated Comm-B protocol and request the remaining segments of the SLM
frame. When it has received all of the segments, it closes out the air initiated or
multisite directed segment that began the linked Comm:B protocol.

3. This linking protocol, as well as the linked Comm-A protocol, is transparent to
the transponder.

Directing SLM Frames

If the SLM frame is to be multisite directed, the AE shall determine the Il code of the
Mode S interrogator or cluster of interrogators that shall receive the SLM frame.
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Downlink ELM Frame

Downlink ELM frames shall be used to deliver messages greater than 128 bytes and shall
be formed using the protocol defined in §2.2.20.2.

Note: A downlink ELM consists of 1 to 16 associated Comm D segments.

Directing ELM Frames

If the ELM frame is to be multi-site directed, the AE shall determine the Il code of the
Mode S interrogator or cluster of interrogators that shall receive the ELM frame.

Delivery Status

AE Frame Processing shall accept an indication from the transponder that a specified
downlink frame that was previoudly transferred to the transponder has been closed out as
specifiedin [DO-181C ].

Interrogator Identifier

AE Frame Processing shall accept from the transponder, along with the data in each
uplink SLM or ELM, the Interrogator Identifier (II) code of the interrogator that
transmitted the frame. AE Frame Processing shall transfer to the transponder the I code
of the interrogator or cluster of interrogators that shall receive a multi-site directed frame.

Frame Cancellation

AE Frame Processng shdl be capable of canceling downlink frames previousy
transferred to the transponder for transmission but for which a closeout has not been
indicated. If more than one frame is stored within the transponder, the cancellation
procedure shall be capable of canceling the stored frames selectively.

System Timers

The values for timers referenced in this specification shall conform to the values givenin
Table C-2-6.

Table C-2-6: AE Mode-S Subnetwork Timers

Timer Name Timer Labe Nominal Value Reference
L-Bit Ddlivery Tm 120 seconds 8§C.22.6.3
Interrogator Link Tz 30 seconds §C.2.26.1.14
Link Frame Cancellation Tc 60 seconds 8C.227114
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Tolerance for all timers shall be +1 percent.
Resolution for all timers shall be 1 second.

Mode-S Specific Services Test Procedures

The test procedures set forth below congtitute a satisfactory method of determining
required Mode S Specific Services performance. Although specific test procedures are
cited, it is recognized that other methods may be preferred. Such aternate methods may
be used if the manufacturer can show that they provide at least equivaent information.
Therefore, the procedures cited herein should be used as one criterion in evaluating the
acceptability of the alternate procedures.

General Characteristics

The test configuration (Figure C-3-1) provides a means of vaidating the information
content of any message received from the Aircraft Application Entity (AAE), as well as
the Ground Application Entity (GAE), which is processed and managed by both the
Aircraft — Specific Services Entity (A-SSE), and the Ground — Specific Services Entity
(G-SSE).

The test configuration should be capable of generating or accepting messages in the form
of MSPs, Broadcast and GICB. The test configuration should be able to format and
popul ate the data content for M SSS type messages.

The test configuration should be capable of generating the entire content of alLong and
Short Mode S uplink message, and accept the entire content of a Long and Short downlink
message according to the following:

(@] Long Mode S messages are 112 bits, encoded per 82.2.14 and 8§2.2.19. Short
Mode S messages are B hits, also coded according to §2.2.14 and §2.2.19.
When required, the coding of these messages is contained in the appropriate test
procedure of this Appendix.

2 For uplink Extended Length Messages (ELM)s, the test configuration should be
able to convey a control field called Interrogator Identification Subfield (11S) to
the A-SSE independently of the messages described in (1) above.

3 The test configuration should be able to convey delivery status of Mode S
downlink messages to the A-SSE independently of the messages described in (1)
above.

@ The test configuration should be able to accept from the A-SSE a Mode S frame
cancellation message independently of the messages described in (1) above.
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Figure C-3-1: Mode-S Specific Services Test Configuration

ed Test Procedures

Downlink Processing

Broad

cast Processing

(8C.2.2.6.1.1.1— Generd)
(8C.2.2.6.1.1.2 — Broadcast Processing)
(8C.2.2.6.4— Broadcast Format)

Objective: This test is designed to vaidate the downlink broadcasting function of the
MSSS, which includes broadcast processing and formatting of the broadcast messages.

Step 1

Step 2

Step 3

Step 4

Generate two 56 bit downlink broadcast messages. The 56-bit message cita
field will consist of an aternating one zero pattern and dternating zero one
pattern for aternate packets. Send the two broadcast messages to the A-SSE.

At the G-SSE, verify that the transponder has generated two broadcast Comm-
B segments whose MB Fields are equa to the message data fields of the
broadcast messages. Verify format and content of the broadcast message.

Generate a downlink broadcast message from the A-SSE with the data field
length greater than 56 bits.

Verify that an error message to the A-SSE is generated, and that no request for
a Comm-B downlink appears at the RF interface.



C.3212

M SP Processing

(8C.2.2.6.1.1.4— MSP Processing)
(8C.2.2.6.2.1 — Short Form MSP Packet)
(8C.2.2.6.2.2— Long Form M SP Packet)
(8C.2.2.7.2.3— Délivery Status)

Objective: This test is designed to validate the downlink MSP processing function of the
MSSS, which includes MSP processing, delivery status and formatting of the short form
and long form MSP packets. The tests cover both SLM and ELM capabilities of the

Mode S Transponder.
SLM le
Stepl  Uniquely identify the UD fields of each MSP packet by using recognizable

Step 2

Step 3

sequences of bit and/or byte patterns. One method for uniquely identifying
each packet for thistest is to insert the MSP channel number in the UD Field.

From the AAE, generate the following M SP packets:

# of . M SP

Group Packet UD Field Packet Size | Channel
S Length Numbers
a 8 5 bytes 1 segment 48 - 41
b 4 12 bytes 2segments | 52—49
c 4 19bytes | 3segments | 56— 53
d 4 26 bytes | 4 segments 60 — 57
e 3 29 bytes See text 63— 61
f 165 bytes 61

For groups “a’ through “d,” extract al Comm-B segments, and follow each
with a closeout, as necessary. Verify that the control codes are DP=0, MP=0
(indicating the Short form MSP) and M/CH field corresponds to the selected
MSP packet group (M/CH=48 to 41 for group a, M/CH = 52 to 49 for group
b., etc.). Verify that the status of each downlink is sent to the A-SSE.

Note: The packet from group “ €’ isoversize and cannot be transmitted in entirety.

Step 4

Step 5

This portion of the test requires the A-SSE to use Long Form MSP packets
with L bit assembly.

Verify that the first Comm-B message contains 26 bytes of user data identical
to the first 26 bytes of the UD Field in the origind MSP message, and the L bit
isset. Verify that the second Comm-B message contains one segment with the
MB Fed identical to the last three bytes of user data in the origind MSP
message, and the L bit is not set.

Send the data from group f to the A-SSE. Verify that no request for Comm-B
downlink appears at the A-SSE RF interface.
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ELM le

Stepl  Repeat the group e test described in the previous paragraph with the condition
that the oversize packets are to be sent in total using downlink ELM containing
Short M SP packets.

Uplink Processing

Broadcast Processing

(8C.2.2.6.1.2.1 — General)
(8C.2.2.6.1.2.2 — Broadcast Processing)
(8C.2.2.6.4— Broadcast Format)
(8C.2.2.7.2.4— Interrogator Identifier)

Objective: This test is designed to validate the uplink broadcasting function of the MSSS,
which includes broadcast processng, interrogator identifier, and formatting of the
broadcast messages.

Stepl  Send twelve uplink Comm-A Broadcast messages divided into two groups of
six interrogations. The first group will be uplinked with a UF Field = 20 and the
second group with UF = 21. Within each group of six interrogations, the 56 bit
MA fields will contain a combination of the following bit patterns: &l ones, dl
zeros, alternating ones and zeros and alternating zeros and ones. For each
frame, st DI = 1 or 7, 11S = 15, and SD (except I1S) = 0, and provide an
indication that the frame is an unlinked Comm-A (LAS = 0).

Step2 Veify that the data delivered to the A-SSE interface contains the 56 bits of
datain the MA fidd, the 32 bits Mode S frame header information, the Il code,
the broadcast ID and an indication that the frames are Comm-A broadcast
frames.”

M SP Processing

(8C.2.2.6.1.2.3— MSP Processing)
(8C.2.2.6.2.1 — Short Form M SP Packet)
(8C.2.2.6.2.2— Long Form M SP Packet)

Objective: This test is designed to vaidate the uplink MSP processing function of the
MSSS, which includes MSP processing and formatting of the short form and long form
MSP packets. The tests cover both SLM and ELM capabilities of the Mode S
Transponder. The test uplinks severa packets on different Mode S MSP channd
numbers. The A-SSE is required to reformat Short and Long M SP packets into message
and control data for the AE Separate Interface.

Stepl  Uniquely identify the UD fields of each MSP packet by using recognizable
sequences of bit and/or byte patterns.  One method for uniquely identifying
each packet for thistest is to insert the MSP channel number in the UD Fidld.
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Step2  Send the following M SP messages to the AAE from the G-SSE interface:

# of UD Field . M SP Channel
Group Packets | Length Packet Size Numbers
a 8 6 bytes 1 segment 48 - 41
b. 4 13 bytes 2 segments 52— 49
C. 4 20 bytes 3 segments 56 — 53
d. 4 27 bytes 4 segments 60 — 57
e. 3 29 bytes See text 63— 61

Step3  Verify that the A-SSE forwards the contents of the UD fields, as well as a
means for identifying the packets as M SP data, to the AAE interface.

Step4  In case €), send to the A-SSE 2 Mode S linked Comm-A frames containing 2
linked Mode S Long Form MSP Packet on the selected MSP channel number.
The first packet will have L bit set to one and contain 26 bytes of user data.
The second frame will have L bit set to zero and contain 3 bytes of user data.
Make sure the A-SSE forwards the contents of the UD Field in its entirety and
correct order to the AAE.

Step5 If ELM capability is available, repeat Step €) but this time send a Mode S Short
Form MSP packet to the A-SSE containing 29 bytes of data in the UD Field.
Verify that the A-SSE forwards the contents of the UD Field as a means for
identifying the packet as M SP data, to the AAE.

Frame Tests

Uplink SLM Frames

(8C.2.2.7.1.1— Uplink SLM Frame)
(§C.2.2.7.1.1.1— SD Field)

(§C.2.2.7.1.1.2— LAS Codiing)

(8C.2.2.7.1.1.3— Single Segment SLM Frame)
(8C.2.2.7.1.1.4— Multiple Segment SLM Frame)
(8C.2.2.7.2.5— Frame Cancellation)

Objective: This test is designed to validate the uplink frame function of the MSSS, which
includes processing of the SLM frame, SD field, LAS coding, the frame cancellation
function, and the management of single segment and multiple segment SLM frames.

Single Segment SLM Frame

Stepl From the GSSE interface, generate 4 unlinked Comm-A frames containing
Mode S Short Form MSP Packets having uniquely identifiable data in each of
the 6 byte UD fields.

Step2  Send this data to the A-SSE using MSP Channel Number 48 for the first frame,
47 for the second frames, etc., and use Il = 6 for al frames.



Step3  Verify that the A-SSE accepts control and message data from the transponder
interface indicating 4 unlinked Comm-A segments with IS=6 and LAS=0in
each case. Also, verify also that the A-SSE forwards the content of the UD
Field to the A-SSE interface as well as a means for identifying the packets as
MSP data, to the A-SSE interface.

Note: If this test is to be performed in conjunction with Mode S transponder
validation, the message field must be duplicated exactly in the Mode S RF
interrogation, and uplink formats 20 and 21 must both be used.

SD Fied

LAS Coding
Frame Cancdllation

Multiple Segment SLM Frame
This test requires the transmission of linked Comm-A segments over MSP channels.

In order for the A-SSE to reformat the frames, it is necessary to have segment number
one contain the Short Form M SP Packet header.

Linked Comm-A messages can be canceled either whole or in part if the segments are
not correctly received as determined by the LAS Field.

Stepl  Generate the following table of uplink frame data. Uniquely identify the datain
the MA fields of each segment by using recognizable sequences of bit and/or
byte patterns. All segments should be delivered by the same sensor |1 code,
that is sensor 1, except frames 13 and 15 which should be delivered by sensor
number 2.



Step2  Send the following sequence of frames to the A-SSE:
LAS CODING
Frame 1 2 3 4 5 6 Notes

1 1 0 0 0 1 0 Initial and Final Segments

5 0 1 1 1 0 0 Tvvp i Qtermedlate and onefinal segment;
no initial segment

3. 1 1 0 0 0 1 Initial intermediate and final segments

4 1 1 1 0 0 0 I_n|t|al and intermediate segments; no
final segment

5, 1 0 0 0 0 1 Initial, third/final segments, no second
segment

6. 1 1 1 0 0 0 Initial and intermediates; no final
segment

7. 0 0 0 0 0 0 Delay Tc Plus one second

8. 0 0 0 1 0 0 Final segment for frame 6

9. 1 1 1 0 0 0 Initial and intermediate segments

10. 0 0 1 1 0 0 Duplicate and final segment for frame 9

11, 1 1 1 1 0 0 | All 4 segments complete

12. 1 0 0 0 0 0 | Initial segment 11S=1

13. 1 0 0 0 0 0 Initial segment 11S=2

14, 0 0 0 0 1 0 | Final segment 11S=1

15. 0 0 0 0 1 0 Final segment 11S=2

16. 1 0 0 0 0 1 First and final segment

17. 0 1 0 0 0 0 Second segment

Step3  Send each frame at 10 second intervals, except frame 7. After sending frame
6, wait a least Tc plus one second before sending frame 8. Thereafter,
continue with 10 second intervals.

Step4  Veify that frames 1, 3, 11, 12/14, 13/15, and 16/17 are sent to the A-SSE
interface. Verify the 0.25 second reformatting time requirement and the data
content for completeness and proper order.

Step5 Frames 9 and 10 should comprise a complete linked Comm-A. However,
segment 3 is duplicated in frame 10 and should be discarded. Verify that
frames 9 and 10 are sent to the A-SSE interface. Verify from the length and
content that the duplicate segment has been discarded.

Step6  Frames 2, 4, 5, 6 and 8 should all be discarded; no message data should result.

Each of these frames meets one of the conditions of 8§C.2.2.7.1.1.4 for uplink
frame cancellation.

Link Frame Cancdllation Timer Tc

Step 1

Generate two Short Form MSP packets with a 27 byte UD Field to fit into a
four segment linked Comm-A message. The content of the UD Field will be a
linthefirst byte, 2 in the second byte, etc. Set Il = 1 for al segments.
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Step2  Send only the first three Comm-A segments of the first frame to the A-SSE.
Impose adelay of Tc minus two seconds, then send the final segment.

Step3  Verify that the A-SSE forwards to the AAE interface a M SP message with a
27 byte UD Fidld in correct order and content.

Step4  Repeat the process just described and transmit the first three Comm-A
segments of the second frame. However, this time impose a delay of Tc plus
two seconds between the transmission of the third and the final Comm-A
segments. Verify that there is no output to the AAE.

Uplink ELM Frames
(8C.2.2.7.1.2— Uplink ELM Frame)

Objective: This test is designed to validate the uplink frame function of the MSSS, and is
intended to demonstrate that the A-SSE can receive segments of an ELM. ELM protocol
is strictly a transponder issue; the A-SSE has no part in the message handling until the
transponder sends a complete ELM.

The data content of each of the segments of the ELM will be identical to the transponder
MC Fields after the receipt of an ELM. The bit pattern contained in the MC Field should
permit each segment's data to be uniquely identified. Note that the first four bits of each
uplink ELM MC Field contains the |1 code of the sensor. Therefore, there are 76 bits of
User Data in each uplink ELM segment. All segments should be delivered by the same
sensor 1, code.



Stepl  Send the following table of ELM frames (UF = 24) containing the Short Form
of MSP packets, to the A-SSE at the transponder interface:
# of UD Field . MSP Channel
Group Packets | Length Packet Size Numbers
a 1 18 bytes 2 segments 2
b. 1 27 bytes 3 segments 3
C. 1 37 bytes 4 segments 4
d. 1 46 bytes 5 segments 5
e. 1 56 bytes 6 segments 6
f. 1 65 bytes 7 segments 7
0. 1 75 bytes 8 segments 8
h. 1 84 bytes 9 segments 9
i. 1 94 bytes 10 segments 10
J- 1 103 bytes 11 segments 11
k. 1 113 bytes 12 segments 12
l. 1 122 bytes 13 segments 13
m. 1 132 bytes 14 segments 14
n. 1 141 bytes 15 segments 15
0. 1 151 bytes 16 segments 16
Step2 Veify also that the A-SSE forwards the contents of the UD fields of the MSP

packets and a means for identifying the packet as MSP data, to the AAE
interface.

Negative Uplink ELM Frame Test

The A-SSE must discard the entire uplink ELM if &l of the sesgments do not contain the

same |l code.

Stepl  Repeat the previous test with data from group “a’ of the test but send the last
segment with an 1l code different from the Il code contained in the first
segment.

Step 2 Veify that no output is generated to the A-SSE.

C.3.2.3.3 Downlink SLM Frames

(8C.2.2.7.2.1— Downlink SLM Frame)
(8C.2.2.7.2.1.1- LBS Coding)
(8C.2.2.7.2.1.2— Linking Protocol)
(§C.2.2.7.2.1.3— Directing SLM Frames)
(§C.2.2.7.2.3— Délivery Status)

Objective: This test is designed to vaidate the downlink frame function of the MSSS,
which includes processing of the SLM frame, LBS coding, linking protocol, directing and
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ddivery status of SLM frames. This test requires the transmission single and linked
Comm:-B segments over MSP channels.

SLM le

Stepl Uniquey identify the UD fidds of each MSP packet by using recognizable
sequences of bit and/or byte patterns. One method for uniquely identifying
each packet for this test is to insert the MSP channel number in the UD Field.
Set 11=1 for all packetsin this section.

Step2  Send the following M SP messages to the A-SSE from the AAE interface:

. M SP
Group # of UD Field Packet Size | Channel
Packets | Length
Numbers
a 8 5 bytes 1 segment 48 - 41
b. 4 12 bytes 2 segments 52— 49
C. 4 19 bytes 3 segments 56 — 53
d. 4 26 bytes 4 segments 60 — 57
e. 3 29 bytes See text 63— 61

Step3  Extract each Comm-B segments from the A-SSE and send Comm-D close-
outs, as necessary. Verify the A-SSE sends an indication of the downlink
delivery status to the AAE. Verify the correct association of LBS value with
the number of segments delivered and that the M/CH fiedld decrements
correctly.

Note: Since the transponder is not downlink ELM capable, the packets from group
“e” will be sent via Comm-B segments with MSP L bit procedures.

Step4  Veify that the first Comm-B message from group e consists of 4 segments and
contains 26 bytes of data in the MB Field(s) and that the second Comm-B
message contains one segment with three bytes of datain the MB Field.

Downlink ELM Frame

(8C.2.2.7.2.2— Downlink ELM Frame)
(§C.2.2.7.2.2.1- Directing ELM Frame)

Objective: This test is designed to validate the downlink frame function of the MSSS,
which includes processing of the ELM frames. This test requires the transmission of
ELM segments over MSP channels.

ELM le

Stepl  Uniquely identify the UD fields of each MSP packet by using recognizable
sequences of bit and/or byte patterns. One method for uniquely identifying
each packet for thistest isto insert the MSP channel number in the UD Field.
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Step 2

Step 3

Send the following M SP messages to the A-SSE from the AAE interface:

# of .
Group | Packet UD Field Packet Size MSP Channel
S Length Numbers
a 1 9 bytes 1 segment 1
b. 1 19 bytes 2 segments 2
C. 1 29 bytes 3 segments 3
d. 1 39 bytes 4 segments 4
e. 1 49 bytes 5 segments 5
f. 1 59 bytes 6 segments 6
. 1 69 bytes 7 segments 7
h. 1 79 bytes 8 segments 8
I. 1 89 bytes 9 segments 9
- 1 99 bytes 10 segments 10
k. 1 109 bytes 11 segments 11
l. 1 119 bytes 12 segments 12
m. 1 129 bytes 13 segments 13
n. 1 139 bytes 14 segments 14
0. 1 149 bytes 15 segments 15
p. 1 159 bytes 16 segments 16

Extract the Comm-D segments from the A-SSE and send Comm-D close-outs,
as necessary. Verify the A-SSE sends an indication of the downlink ddivery
status to the AAE interface. At the GAE interface, verify the correct
association of the ND value with the number of segments delivered and that the
M/CH field increments correctly for each packet.

M SP Operations

(8C.2.2.6.1.1.4,8C.2.2.6.1.2.3— MSP Processing)
(8C.2.2.6.3— L-hit Processing)
(8C.2.2.8— System Timers)

Objective: This test is designed to validate the M SP operations by using L-hbit linking, MSP
processing and System Timers in associated with these operations.

Step 1

Step 2

Send 4 bytes of CONTROL MESSAGE data from the AAE interface on
channel 1. Verify at the GSSE interface that the A-SSE has sent a Mode S
short form MSP packet on channel 1.

Send 42 bytes of CONTROL MESSAGE DATA from the AAE interface on
channel 1. At the G-SSE, verify that two Mode S M SP packets (long form) are
received from the A-SSE on channel 1. The first frame will have L bit set to
one and contain 26 bytes of user data. The second frame will have L bit set to
zero and contain 16 bytes of user data.
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Step 3

Step 4

Send a Mode S frame containing a Mode S M SP (short form) Packet to the A-
SSE on channd 2. Fill the UD Field with five bytes of the bit pattern 01010101.

At the A-SSE interface, verify the reception of a CONTROL MESSAGE
DATA on channd 2.

Generate 42 bytes of Control Message Data from the G-SSE interface on MSP
channel 1 in atotal of 2 MSP packets (Long Form). The first MSP packet will
have L-bit set to 1 and contain 26 bytes of User Data. The second MSP
packet will have L-bit set to O and contain 16 bytes of User Data. At the A-
SSE interface, verify that an MSP packet (Long Form) is received from the A-
SSE on channdl 1.

L-Bit Linking
(8C.2.2.6.3— L-hit Processing)
(8C.2.2.8— System Timers)

Objective: This test is designed to validate the L-bit linking function of the MSSS for long
form MSP channels, and the use of the Tm timer for L-hbit linking.

The Long Form MSP Packet test procedures are designed to test the A-SSE's ability to
link Mode S Long Form MSP Packets when the packet size is greater than 28 bytes and
the transponder has no downlink ELM capability.

Step 1

Step 2

Use a selected MSP number, fill the Used Data Field with 32 bytes of the bit
pattern 01010101. At the G-SSE interface, verify that two mode S long form
MSP packets are received on the selected MSP channel from the A-SSE. The
first frame will have L bit set to one and contain 26 bytes of user data. The
second frame will have L bit set to zero and contain 6 bytes of user data.

Send two Mode S Comm-A frames containing a linked Mode S Long Form
MSP Packet to the A-SSE on a MSP channel number. Fill the UD Field with
26 bytes and 6 bytes respectively with the bit pattern 10101010. At the A-SSE
interface, verify that a Mode S long form MSP packet is received from the
AAE. Verify the UD Field for content and order.

L-bit Ddivery Timer (Tm)

Step 1

Step 2

From the GAE, create 2 long form MSP packets for delivery to the AAE. The
first packet will have 26 bytes of user control data and L-bit set to ONE ().
The seconds packet will have 16 bytes of user control data and L-bit set to
ZERO (0) for a complete sequence.

After sending the first packet, send the second packet within the Tm time
period. At the AAE interface, verify the receipt of this constructed packet
containing 42 bytes of user control datain correct order and content.



C.3.26

c.3.27

Step 3

Repesat the process to generate the long form M SP packets again to the A-SSE,
except this time, send the second packet after Tm time period. This alows the

A-SSE to discard the complete sequence since the expiration of the Tm timer

for L-bit sequencing.

Verify that there's no related output for this transaction at the AAE interface.

Link Frame Cancellation Timer (Tc)

(8C.2.2.7.2.5— Frame Cancellation)
(8C.2.2.8— System Timers)

Objective: This test is designed to validate the Tc frame cancellation timer of the frame
processing function.

Step 1

Step 2

Step 3

Step 4

From the GAE, generate two Short Form MSP packets with a 27 byte UD
Feld to fit into a four segment linked Comm-A message. The content of the
UD Fidd will be a1 in thefirst byte, 2 in the second byte, etc. Set Il =1 for all
segments.

Send only the first three Comm-A segments of the first frame to the A-SSE.
Impose adelay of Tc minus two seconds, then send the final segment.

Verify that the A-SSE receives an MSP message with a 27 byte UD Fidd in
correct order and content.

Repeat the process just described and transmit the first three Comm-A
segments of the second frame. However, this time impose a delay of Tc plus
two seconds between the transmission of the third and the fina Comm-A
segments. Verify that there is no output to the AAE.

Interrogator Link Timer (T2)

(8C.2.2.6.1.1.4— MSP Processing)
(8C.2.2.8— System Timers)

Objective: Thistest is designed to vdidate the Tz interrogator link timer of the MSSS.

Step 1

Step 2

Step 3

From the GAE, generate a short form MSP packet for delivery to the AAE
(data content can be any).

For this downlink, do not allow for a closeout from the GSSE. This will force
the Tz timer in the A-SSE to start its countdown for the non-closeout action.

After 30 seconds elapse, verify that there’s no output in the form of the MSP
packet at the GAE, since the packet would have been discarded by the A-SSE
due to the Tz timeout.
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Dataflash Application

Introduction

Eurocontrol has defined a Table of parameters available from aircraft systems that will be
downlinked via Mode S to ATC ground systems. This information is intended to provide
the ATC systems with more information to improve knowledge, amongst other things, on
the aircraft’ s current status and its short term intent. The parameters are called Downlink
Aircraft Parameters (DAPs). They can be acquired viathe Mode S system by the use of
either one of two Mode S protocols as follows:

Ground initiated Comm B (GICB) which requires regular interrogation of the aircraft to
extract the parameter.

Dataflash is a contract-based service specified by ICAO in the Manua on Mode S
Specific Services (ICAO Doc 9871, Appendix A). It relies on the arcraft system,
announcing in its Mode S replies to surveillance interrogations, that a parameter in a
contracted transponder register has changed according to rules agreed in the contract. It
therefore does not require regular interrogations to check the status of the parameter.

The Choice of Protocol

Data that needs to be updated every few scans of the ground radar will normaly be
extracted by the ground system using the GICB protocol. To use this protocol to acquire
data which does not necessarily change very often, results in a lot of interrogations and
replies which provide the same information as the previous transaction, therefore causing
unnecessary interference on the radio frequency channel.

Dataflash is a much more radio frequency channel efficient protocol that can be used to
extract information that may not change very often, and Eurocontrol states using Mode S
will therefore need to use this protocol.

EUROCAE Documentation

The Mode S transponder functions and protocols are fully covered by Eurocae ED-73C
MOPS, and the Mode S Aircraft Data Link Processor (ADLP) functions and protocols
by the ED-82A MOPS. The latter, however does not include MOPS for the Dataflash
function because Dataflash is a Mode S Specific Services Application, and as such is not
covered by the Mode S Subnetwork standards or MOPS,

A characteristic for a Mark 4 transponder has now been published in ED-86, requiring the
Dataflash function to be part of the Mark 4 transponder. To locate Dataflash elsewhere
would require a lot of data aready residing in the transponder to be shipped out to the
Dataflash function for monitoring and back in again when action is required. This would
result in an unnecessary aircraft wiring and data-bus load. In order to permit full
certification of such atransponder, Dataflash MOPS are required.
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If the Dataflash application is implemented in an ADLP and a failure of the ADLP
occurs, the only possible recovery mechanism is a power up restart to ensure that the
ADLP isin the initidization state. Failure of the ADLP shdl not impair the surveillance
function of the transponder.

In the case of asingle ADLP connected to two transponders, it shall be possible to switch
over to the standby transponder without affecting the ADLP states.

Dataflash Requirements

All the reguirements of Uplink MSP channel 6 when the Service Request header is set to
1 and those of Downlink MSP channd 3 shdl be met as specified in ICAO Annex 10
Volume Il Part 1 Digital Data Communications Systems.

The detailed requirements are stated in 8C.4.6.

Document Precedence

If there is any conflict between this Appendix and ICAO Annex 10, the latter takes
precedence.

Uplink M SP Channel 6 (Ground-to-Air Request)

Pur pose

To provide a means of requesting access to services supported by the aircraft. When
implemented, bit 6 of the register accessed by Register 1D;¢ shall be set to ONE (1).

Format

The request shall be transferred in an uplink MSP packet with the channel number set to
6 and, in the case of along form MSP packet, with SP set to ZERO (0). The first byte of
the user data field contains a service request (SR) header. The contents and format of
the service request are specified by the application.

SR Header Assignments
The decimal value of SR shall be interpreted as follows:

0 Unassighed

1 Dataflash

2 Local System Management
310255 Unassigned
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Dataflash Request Format

The purpose of Dataflash service is described in 8C.4.7.1. The format o the user data
fiedd is shown in Table G4-1. The user data field of the requesting MSP packet shall
contain the decimal value of “ONE” in the first byte (SR header), followed by one or
more requests for Dataflash services. Each request shal contain a two byte Dataflash
request header (DH), followed by a one byte field to define the minimum time interva
permitted between reports (MT field), afour bit field to determine the event criterion (EC
field), a four bit field to determine stable time (ST field), and if indicated in EC, a Change
Quanta field (CQ) and a Change Threshold (CT) field. The 4 bit ST field shdl indicate
the decimal value in seconds, how long the changed data has been stable before a
message shall be initiated. ALL ZEROs in the Dataflash header (DH) shall indicate that
there are no more Dataflash requests in the packet. When an MSP packet is completely
filled with Dataflash requests, or when there is not sufficient room in the packet for
another Dataflash request header, it shall be assumed that the Dataflash request sequence
is complete.

A single Dataflash contract relates to a single contract number for a single register for a
particular 1l code. This meets the requirement that multiple Dataflash services, with
different DH values for each Il code, can be established ssimultaneoudy with the same
arcraft. These may be modified or discontinued independently of each other. All aircraft
equipment and installations shall support 16 Dataflash contracts. All aircraft Dataflash
equipment and ingtdlations originally certified after 1 January 2001 shall support 64
Dataflash contracts.

Note: When a request has been accepted by the aircraft system a data flash
response will be triggered immediately regardless of thresholds or event
criteria. 1f no response is received in 30 seconds then a check should be
made that the aircraft is still available on roll call, and if so a new request
should be generated. In order to avoid repeated Dataflash requests that
produce no response, the number of such requests (N) should be limited
(N=3).

When a new contract request is received for a contract already in existence, the old
contract shall be discontinued and replaced immediately by the latest one.

Dataflash Header (DH) 16 Bits

The 16 bit DH field is divided into three subfields separated by 3 currently unassigned bits
14 through 16 (see Table C-4-1).

Contract Number Subfield (CNYS) 4-Bits.

(Bits 9 to 12 of the Uplink MSP 6 User Data Field)

This subfield shall be interpreted as a contract number permitting 16 different contracts to
be associated with the register specified by the BDS1 and BDS2 codes of this contract
request.
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Contract numbers available are O to 15.

Request Data Subfield (RDS) 1-Bit.

(Bit 13 of the Uplink M SP 6 User Data Field)

This subfield shal indicate whether or not the contents of the register being monitored by
the requested contract must be sent in the MSP Packets on Downlink channel 3 that are
sent each time the criterion for the contract is met.

The subfield shall be interpreted as follows:

RDS=0  Send only hits 1 to 40 of the user data field on Downlink MSP 3 when the
contract criterion is met.

RDS=1 Send bits 1 to 96 of the user data fiddd on Downlink MSP 3 when the
contract criterion is met.

Note: RDS only indicates the length of the user data field in Downlink MSP3
when responding with a value zero in the CI field (see 8C.4.7.4.3.1).

BDS1 and BDS2 Codes of the Register for Which the Contract is Required. 8
Bits.

(Bits 17 to 24 of the Uplink M SP 6 User Data Field)
BDSL and BDS2 codes are specified in Annex 10 Volume V.

Minimum Time (MT) 8 Bits

The decima vaue of the 8 bit MT field represents the minimum time in seconds that shall
elapse after a report has been event triggered and sent to the transponder, before a new
report can be initiated. The report sent to the transponder shall aways be the most
current data available.

Event Initiation
Event initiation shal be controlled by the two following fields.

Event Criterion Field (EC) 4 Bits

These are the four bits following the MT field. If multiple events occur within a single
register being monitored by a Dataflash contract, (e.g., if more than one parameter shows
asignificant change) only one message shall be triggered.
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The decimal vaue of the EC field shall be interpreted as follows:

0= No report required, discontinue service for the contract specified in the DH
field.

1= Report any change.

2= 56 bit change field (CQ) follows ST. Only report changes to bits indicated by
a“ONE” in CQ.

3= 56 hit field CQ follows ST. For each parameter report al status changes and
all changes of the parameter greater than the quantum value indicated in the
same units and resolution of the field in CQ corresponding to that parameter.
A zero in the fidd in CQ corresponding to the parameter indicates that no
reports are required.

4= 112 bits CQ plus CT follow ST. The first 56 hits are as for the EC vaue 3
above. The second 56 bits are the CT field indicating a threshold value in the
field corresponding to the parameter. Report al changes above the threshold
where the value in CQ gives the change quantum.

5= 112 hitsof CQ and CT follow ST. Same asfor the EC value 4 above except:
report al changes below the threshold.

6= 112 bits of CQ and CT follow ST. Same as for ECS vaues 4 and 5 above
except report only when the threshold is crossed (in either direction).

7t014= Not currently assigned.

15= Cancd dl contracts for the Il code in this request.

Stable Time Field (ST) 4 Bits

These are the four bits following the EC field. The decima vaue of ST shdl indicate in
seconds, how long the changed data have been sable to within the dange quanta
specified in CQ field, before a message shall be initiated. A vaue of ZERO (0) in this
subfield shall indicate that there is no minimum stable time and any change immediately
initiates a message. The sgnificance of the ST will differ dightly depending upon which
EC mode is being used. In particular, for EC modes 4 & 5, regarding stability whilst
above/below a threshold, if a parameter value remains above/below the defined threshold
for greater than the ST time then a Dataflash shall be generated even if the value does
not remain stable to within one quantum. Subsequent quantum changes which are stable
for greater than the ST time shall generate further Dataflash messages until the value falls
below / rises above the threshold.
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Change Fields — Change Quanta (CQ) and Change Threshold (CT)

These fields shall be present when indicated in EC. For a GICB service (i.e., for DH
from 1 to 255 inclusive), CQ shall be contained in bits 41 to 96 of the MSP 6 User Data
Field. CT when required shall be contained in bits 97 to 152 of the MSP 6 User Data
Feld. The quantum vaue in the CQ field shall be in the same units and resolution as
those specified for the register being monitored and it specifies the amount by which the
parameter shall change, from its value a the initidization of the contract, and thereafter
from the value last reported by a Dataflash response on downlink channel MSP 3.



Table C-4-1: Request for Dataflash Register monitoring Service Mode S SLM Frame
Containing (Uplink MSP Channel 6)

MSP (6) USER DATA FIELD MSP (6) USER DATA FIELD MSP (6) USER DATA FIELD

Bits 1 to 40 Bits 41 to 96 (if required) Bits 97 to 152 (if required)
DP=0 (1BIT) 41 97
MP=0 (1BIT) 42 98
43 99
UPLINK MSP 44 100
M/CH=6 (6BITS) HEADER 45 101
(1BYTE) 46 102
47 103
48 104
1 49 105
2 50 106
3 51 107
4 SERVICE REQUEST (SR) 52 108
5 53 109
6 54 110
7 55 111
8 56 112
9 CONTRACT 57 113
10 NUMBER 58 114
11 SUBFIELD 59 115
12 (CNS) 60 CHANGE 116 || CHANGE
13 REQUEST DATA (RDS) 61 QUANTA 117 || THRESHOLD
14 NOT 62 FIELD (CQ) 118 || FIELD (CT)
15 ASSIGNED DATAFLASH 63 119
16 HEADER 64 120
17 (DH) 65 121
18 BDSL 66 122
19 CODE 67 123
20 68 124
21 69 125
22 BDS2 70 126
23 CODE 71 127
24 72 128
25 73 129
26 74 130
27 MINIMUM 75 131
28 TIME (MT) 76 132
29 INTERVAL 77 133
30 78 134
31 79 135
32 LSB = 1 second 80 136
33 81 137
34 EVENT 82 138
35 CRITERION (EC) 83 139
36 84 140
37 85 141
38 || STABLE TIME (ST) 86 142
39 87 143
40 LSB = 1 second 88 144
89 145
90 146
Thelast byte of thefinal MA field shall always be 91 147
unassigned 92 148
93 149




94
95
96

150
151
152

Note: See Annex 10 Volume |11 85.2.7.3 for
specification of MSP Packets.

c.47 Downlink MSL Channel 3. Dataflash Service

c471 Purpose

Dataflash is a service which announces the availability of information from air-to-ground
on an event triggered basis. Thisis an efficient means of downlinking information which
changes occasiondly and unpredictably. When implemented, bit 31 of the Register
accessed by Register 1D shall be set to ONE (1).

C4.7.2 Service Initiation and Ter mination

The Dataflash service shall be initiated or discontinued by a service request. It is
received on uplink MSP channel 6 with a decimal value of ONE in the service request
(SR) header which is contained in the first byte of the user data field. This indicates that
the rest of the user data field contains Dataflash request. On the receipt of such a
request a Dataflash message from the register concerned with the request, shall
immediately be made available and announced to the ground regardiess of the setting of
the RDS field in the contract request and of any event criteria.

The response shall be as follows:

1. When the requested register is being serviced, the contract shall be established
and an MSP Packet asin Table C-4-2 shall be announced to the ground on MSP
channel 3. The CI field shall be set to avalue of 1. The message shal be used
by the ground system to confirm that the service has been initiated.

2. If the requested register is not being serviced the contract shall not be established.
This shdl be indicated by announcing the MSP Packet on Downlink MSP
channel 3 to the ground as shown in Table C-4-2, and with avaue of 2 in the CI
fied.

3. If the maximum number of contracts that can be supported are aready
established then the new contract shall be refused. This shall be indicated by
announcing to the ground an MSP Packet on Downlink channel 3, as shown in
Table C-4-2, and with avaue of 3in the Cl fied.

4. Inthe case of arequest from the ground to terminate the service for a particular
register the termination of the service shal be confirmed by announcing to the
ground, an MSP Packet on Downlink channd 3, as shown in Table C-4-2, and
with avaue of 4 in the CI fidd.

5. Inthe case of arequest from the ground to terminate the service for al contracts
to a particular I code. The termination of the service shal be confirmed by
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announcing to the ground, an MSP Packet on Downlink channdl 3, as shown in
Table C-4-2, and with avaue of 5in the Cl fidd.

6. When the register service fails for an established contract, the contract shall be
terminated by the airborne application. This shal be indicated by announcing an
MSP Packet on Downlink channel 3, to the ground, as shown in Table C-4-2, and
with avalue of 7 in the Cl field. Register service shal be deemed to have failed
when any of the parameters specified to be monitored in the negotiation of the
contract is not being updated at the specified minimum rate.

7. When a contract is refused due an invdid vaue of the EC field in the contract
request this shal be indicated by announcing an MSP Packet on Downlink
channel 3 to the ground as shown in Table C-4-2, and with avaue of 15 in the CI
fidd.

8. If any message is not extracted from the transponder by a ground interrogator
within 30 seconds the aircraft subnetwork cancels the message and generates a
delivery failure notice (i.e., the Tz timer expires) which is delivered to the aircraft
MSP service provider. When a délivery falure notice is received the service
shall be automatically terminated by the Dataflash function with no indication to
the ground system.

Note: This is to prevent the transponder message queues being blocked when
the ground interrogator stops supplying the nessage extraction service,
either due to a fault or loss of cover. It is the responsibility of the
ground application to monitor the Dataflash service taking this into
account.

9. When the transponder has not been sdlectively interrogated by a Mode S
interrogator with a particular 11 code for 60 seconds (this is determined by
monitoring the 11S subfield in al accepted Mode S interrogations), al Dataflash
contracts related to that 11 code shall be cancelled with no indication to the ground
system.

Service Provision

On the reception of a Dataflash request the requested parameters shall be monitored and
transferred to the ground using the Mode S air initiated protocols directed to the I code
that was contained in the requesting interrogation. In order to prevent the flooding of the
transponder with Dataflash messages, an upper limit of ten messages in a Six seconds
period shal be imposed. When the limit of ten messages within a six seconds period is
reached, further messages shall be queued until they can be sent. Messages queued in
thisway shall respond with a Cl field value of 6.

If after initiating a Dataflash message to the ground, the change criterion is met again
prior to the message being entered into the transponder for announcement, the message is
considered stale and shall be replaced by the most up to date information.
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C4.74.1

C.4.7.4.2

C.4.7.43

C4.7431

C.4.75

Downlink M essage Structure

The information shal be transferred in a downlink MSP packet with the channel number
M/CH = 3. Theformat isshown in Table C-4-2.

The first two bytes of the User Data (UD) field shall contain a Dataflash header (DH),
which are identica to the DH field that was contained in the request for the service.

Bits 17 to 31 of UD form the Il code Contract Report Field in which each bit shall

indicate that at least one contract is active with the Il code which the bit represents when
it is set to a ONE, otherwise there are no active contracts with that |1 code.

Bits 32 to 36 of UD are not assigned.

Bits 37 to 40 of UD form the Contract Information (Cl) field which shall be
interpreted as follows:

Cl Field Value | Meaning

0 Response to existing contract

1 New contract established

2 New contract not accepted due to no register data service

3 New contract not accepted due to maximum number of contracts
already being serviced.

4 Contract terminated for the DH in this response due to a request
from the ground.
All contracts terminated for the Il code that delivered the MSP
Packet having an EC vaue of 15 that requested this response.

5 Response has been queued due to the limit of ten Dataflash

messages in a six seconds period.

Contract terminated due to failure of the register data service.

8to 14 Unassigned

15 New contract not accepted due to invalid number in EC field of

requesting uplink M SP Packet.

When the Cl field is equal to ZERO the response shall be as requested by the RDS field
in the Dataflash header of the contract (see 8C.4.6.5.2). When the CI field is not equa
to ZERO the response shall only contain bits 1 to 40 of the user data field on downlink
MSP 3 (see Table C-4-2).

Data Extraction by Mode-S Ground Stations

The Dataflash transaction shal be announced as a downlink frame in replies to
interrogations UF 4, 5, 20, or 21. The transaction announced shall be either a single
segment Comm B frame, or a two segment Comm B frame, as requested by the contract




negotiation. The Air Directed Comm B first segment shal contain the MSP header,
Dataflash header, and control information for that particular contract. In the case of a
contract for a single segment response, if the data is required, it is acquired by the ground
station extracting the register in question directly.



MSP (3) USER DATA FIELD

Table C-4-2: Dataflash for Register Monitoring Service
(Mode-S Frame for Downlink MSP Channel 3)

Bits1to40 Bits41to 96

MSP (3) USER DATA FIELD

LINKED COMM B SUBFIELD (LBS) (2 BITS) 41

42

DP=1 (1BIT) 43
MP=0 (1BIT) 44

45

46

M/CH=3 (6BITS) 47

MSP 48

HEADER 49

50

51

52

FILL1=0 (6BITS) 53

54

55

56

1 CONTRACT 57
2 NUMBER 58
3 SUBFIELD 59
4 (CNS) 60
5 REQUEST DATA SUBFIELD (RDS) 61
6 NOT 62
7 ASSIGNED 63
8 DATAFLASH 64
9 HEADER (DH) | 65
10 | BDSL 66
11 | cobe 67
12 68
13 69
14 | BD=2 70
15 | cobe 71
16 72
17 | n=1 73
18 | n=2 74
19 | n=s 75
20 | n=4 76
21 | n=s 77
22 | n=6 78
23 || =7 Il CODE 79
24 | 1=s CONTRACT 80
25 | 1=9 REPORT (CR) 81
26 | 11=10 82
27 || n=11 83
28 | 11=12 84
29 | 11=13 85
30 | 11=14 86
31 | 11=15 87
32 88
33 89
34 || NOT ASSIGNED 90
35 91
36 92
37 93

Note: See Annex 10 Volume |11
85.2.7.3 for specification of
MSP Packets

REGISTER
MESSAGE
CONTENT



‘ 38 || CONTRACT 04

39 [ INFORMATION (CI) 95

40 96

C.4.7.6 Data flash Requirement/Test Cross Reference Table
Table G4-3 lists adl requirements and gives the test section Procedures which test each
requirement.

Table C-4-3: Dataflash Requirements/Test Cross-Reference

Requirement . Test Chapter

P;.rqagraph No Headline Paragrazpl)q No Related test

8§C.4.6 Uplink MSP channel 6 headline

§C.4.6.1 Purpose §C.4.82.1 Procedure 1 Step 1

8C.4.6.2 Format uplink requirement

§C.46.3 SR header assignments §C.4822 Procedure 2 Step 2

§C.464 Dataflash request format §C.4822 Procedure 2 Step 2

8C.4.6.5 Dataflash header (DH) 16 bits introduction

8C.4.65.1 Contract number Subfield (CNS) §C.4.824 Procedure 4 Step 1

8C.4.65.2 Request Data Subfield (RDS) §C.4.822 Procedure 2 Step 2

§C.4653 BDS 1 and BDS2 codes of the register for whichthe| ¢ o 5 Procedure 2 Step 2
contract isrequired.

8§C.4.6.6 Minimum time (MT) 8§C.4.8.25 Procedure 5 Steps 1, 2

8C.4.6.7 Event Initiation introduction

§C.467.1 i’e”t C”tEeg Z”Of leld (EC) §C.4823 Procedure 3 Step 1
-b. EC=1 §C.4822 Procedure 2Step 1
-C. EC=2 8§C.4.8.2.6 Procedure 6 Step 1

_ Procedure 6 Step 2

-d. EC=3 8§C.4826 Procedure 6 Step 3
-€. EC=4 §C.4.8.26 Procedure 6 Step 4
. EC=5 §C.4.8.26 Procedure 6 Step 5
-g. EC=6 8§C.4.8.2.6 Procedure 6 Step 6
-h. EC=7-14 8C.4.8.2.6 Procedure 6 Step 9
-, EC=15 8§C.4.8.2.6 Procedure 6 Step 7

8C.4.6.7.2 Stable time (ST) field 8C.4.8.2.7 Procedure 7 Step 1
Change fields- Procedure 6 Step 2 (LSB)

5CA468 -a. Change Quanta (CQ) §C4826 Procedure 6 Step 3 (MSB)
-b. Change Threshold (CT) §C.4.8.26 Procedure 6 Step 4

TableC-4-1 M SP packet User Data (M SP 6) implicitly tested

§C.47 Downlink M SP Channel 3 Dataflash Service headline

§C.4.7.1 Purpose introduction

8C.4.7.2 Serviceinitiation and termination implicitly tested
1. Initiation action (contract established) §C.4822 Procedure 2 Step 2
2. Initiation action (register not serviced) §C.4822 Procedure2Step 1
3. Initiation action (maximum number of contracts) | 8C.4.8.2.2 Procedure 2 Step 2
4. Initiation action (contract terminated) §C.4.8.23 Procedure 3Step 1
5. Initiation action (all contracts terminated) §C.4.8.26 Procedure 6 Step 7




Requirement . Test Chapter
P:?agraph NoO Headline Paragra?)i NoO Related test
6. Initiation action (contract establishment failed) §C.4.8.2.3 Procedure 3 Step 2
7. Initiation action (ECfield error) §C.4.8.26 Procedure 6 Step 8
8. Delivery failure notice §C.4.8.23 Procedure 3 Step 3
9. Non-interrogation timeout §C.4.8.23 Procedure 3 Step 4
8C.4.7.3 Service provision §C.4.8.2.8 Procedure 8 Step 3
§C.A4.74 Downlink message structure implicitly tested
8CA4.74.1 Contract report field. §C.4.8.2.2 Procedure 2 Steps 1,2,3
8CA4.74.2 Unassigned bits implicitly tested
§C4743 _C:”tm 'C”If oraon field §C.4825 Procedure 5 Step 2
-b. Cl=1 §C.4822 Procedure 2 Step 2
-C. Cl=2 §C.4822 Procedure 2Step 1
-d. Cl=3 §C.4822 Procedure 2 Step 2
-€. Cl=4 §C.4.8.2.2 Procedure 3 Step 1
. Cl=5 §C.4.8.2.6 Procedure 6 Step 7
-g. Cl=6 §C.4.8.2.8 Procedure 8 Step 3
-h. Cl=7 §C.4.82.3 Procedure 3 Step 2
-, Cl =814 implicitly tested
. Cl=15 §C.4.8.26 Procedure 6 Step 9
8§C4.7431 Response type §C.4822 Procedure 2 Step 2
8C4.75 Data Extraction by Mode S Ground stations Implicitly tested
Table C-4-2 Dataflash for Register Monitoring service implicitly tested
C.4.8 Test Procedures for Dataflash Application
c.481 Test Equipment

a

b.

C.

d.

A Mode S transponder and a means to input and record test data into the Mode S
transponder registers from simulated aircraft data buses at the required rates. (This
may be done via an ADLP if the transponder does not have the Dataflash application
ingde it).

A means to interrogate the Mode S transponder at a regular rate between 6 and 10
seconds with surveillance interrogations and decode the replies.

A means to send data to the transponder, extract air initiated messages announced by
the transponder, and extract the data from the transponder registers of the
transponder, by means of interrogations with the appropriate control codes set.

A means to set up, record, and monitor Dataflash contracts by interrogating the Mode
S transponder. Also a means of extracting and recording the data from the
transponder when announced in the reply to a background surveillance interrogation.

The test equipment and its configuration will be dependent on where the Dataflash
function resides. There are several possibilities, two examples of which are, either in an
ADLP separate from a transponder, or in a combined ADLP transponder unit such as a
Mark 4 transponder. The manufacturer shall declare the monitoring points to be used and
offer a test equipment configuration to meet the requirements of the tests. Two possible
test equipment configurations are shown in Figure C-4-1.
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Figure C-4-1: Two Possible Test Equipment Optionsfor Testing the Dataflash Application
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Test Procedures

Procedure #1: Initialization and Checking for Dataflash Support

(Reference: §C.4.6.1)

Thistest procedure shall be carried out at the start of each test sequence to verify that the
airborne Mode S system is functioning correctly and can support uplink MSP channd 6,
downlink MSP channel 3, and the appropriate transponder registers.

Step 1 — MSPs installed and require service

a

Switch on the Mode S system under test and the test equipment and set the test
interrogation |1 code to a non-zero value.

Start a regular pattern (one interrogation every 6 to 10 seconds) of Mode S
Surveillance interrogations as shown in Table C-4-4.

Table C-4-4: Surveillance Interrogation

UF=4o0r5

PC=0 | RR=0 | DI=7 D AP

s | rRrRs=0 | | LOs=0 | | TMs=0

Check that the specified replies are received and decoded correctly.

Extract the data from a transponder register using an interrogation as in Table C-4-4,
but setting the RR field to 17 and the RRS subfield to ZERO (0). (Thisis arequest
for the Data Link Capability Report.)

Verify in the MB field of the reply that bit 25 is set to ONE (1). (This indicates that
M SP services are supported.)

Extract the data from a transponder register using an interrogation asin Table C-4-4,
but setting the RR field to 17 and the RRS subfield to 13. (Thisis arequest for one of
the Mode S Specific Services M SP capability report registers.)

Check in the MB field of the reply that bit 6 is set to ONE (1) indicating that MSP
Uplink Channdl 6 is installed and requires service, and that bit 31 is set to ONE (1)
indicating that Downlink Channdl 3 is installed and requires service.

Step 2 — Transponder Register data sources installed

a

Extract the data from a transponder register using an interrogation asin Table C-4-4,
but setting the RR field to 17 and the RRS subfield to 8. (Thisis arequest for one of
the Mode S Specific Services M SP capability report regsters.)
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b. Check inthe MB field of the reply and record the bits that are set to a ONE indicating
that a transponder register service isindicated as installed.

c. Repeat Step 2four times incrementing the RRS subfield by 1 each time to give RRS
vaues 9, 10, 11, and 12.

Step 3 — Transponder Register dataloading

a. Load known data into dl transponder registers, indicated as instaled from Step 2
above, in the transponder that contain other than static data (i.e., GICB capability
report register etc.) at the minimum rate specified in ICAO Document 9688.

b. Extract the data from each register and verify that the datais correct.
c. Ceaseloading datainto the transponder registers.

d. After adelay of at least twice the required update rate extract the data from each
register and verify that the datais ALL ZEROs.

Procedure #2: Requesting the setup of Dataflash Contracts

(Reference: 8C.4.6.3, 8C.4.6.4, 8C.4.6.5.2, 8C.4.6.5.3, 8C.4.6.7.1, 8C.4.7.2.(2),
8C.4.7.2.(2), 8C.4.7.2.(3),8C.4.7.4.1,8C.4.7.4.3 & 8C.4.7.4.3.1)

This test procedure is to check that the Dataflash application will not set up a contract for
a transponder register that is not being serviced and that a contract can be set up when
the transponder register is being serviced. It aso checks that the maximum number of
contracts for which the system is declared to be capable of handling can be set up. It aso
tests the function of CR field, the RDS field, and Cl field values 1, 2, and 3.

Step 1 — Dataflash contract request for transponder registers not being loaded with data

a. Ensurethat no datais being loaded into the installed transponder registers.
b. Send aMode S uplink frame to the transponder containing an MSP packet as shown

in Table G4-5, on uplink MSP channd 6 with the BDS1 and BDS2 codes of the
transponder register with which the contract is intended set into the DH field.

Table C-4-5: M SP Packet on M SP Channel 6

R=1

DH MT =0 EC=1 ST=0

CNS=0 | RDS=1 | Spae | BDSL | BD®

Note: Mode S Frames are specified and tested in EUROCAE document ED-82.




C.

Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder 0.1 seconds after the uplink frame in “b” above
was received by the transponder.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-6 and it contains a DH equal to the vaue in
the request interrogation and a value of 2 in the CI field. (This indicates that the
contract was not accepted). Also verify that the CR field contains ALL ZEROs.
(Thisindicates that there are no Dataflash contracts in existence.)

Note: Since RDS= 1 in the contract request this test also verifies that the message

e.

f.

register content is not sent when the register is not being loaded with data.

Closeout the downlink transaction by means of a survelllance interrogation to the
transponder.

Repeat Step 1 requesting a contract for al transponder registers indicated as installed
in the results of Procedure 1 Step 2

Step 2 — Contract establishment for transponder registers being |oaded with data

a

Ensure that datais being loaded into the installed transponder registers and record the
data being loaded into each transponder register.

Send a Mode S uplink frame to the transponder as specified in Table C-4-5 but with
RDS=0, containing an M SP packet on uplink M SP channel 6.

Verify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7 and that it contains a DH equal to the value
in the request interrogation. Verify that the Cl field is set to ONE (1) when the
contract is accepted, and that Cl = 3 and the MSP packet is as shown in Table C-4-7,
when the maximum number of contracts is exceeded. (This indicates that the
contents of the transponder register are made available when the contract is
established even though RDS=0). Also verify that in the CR field, the bit relating to
the Il code in the requesting interrogation is set to a ONE (1) for al Il codes for
which contracts have been accepted. (This indicates the contracts that have been
accepted and are active.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.



f. Change the data in the transponder register so that the citerion for a Dataflash
message to be triggered is met.

0. Verify that a downlink transaction, directed to the 1l code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the data changed.

h. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channd 3 as shown in Table C-4-6. Verify that it contains a DH equa to the
value in the request interrogation in Step 2 “b”. Verify that the Cl fidd is set to
ZERO (0). (This indicates that after the contract has been established the
transponder register data is not made available because RDS=0 in the contract
reguest.)

Table C-4-6: M SP Packet on Downlink MSP Channel 3

DH (16 bits) | CR (15 bits) | Not Assigned (5 bits) | CI (4 bits) |

i. Repeat Step2 by to “c” but setting RDS=1in Step 2 “ 1.

j.  Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and that it contains a DH equa to the value
in the request interrogation. Also verify that the CI field is set to ONE (1) when the
contract is accepted and Cl = 3 when the maximum number of contracts is exceeded.

Also verify that in the CR figld, the bit relating to the Il code in the requesting
interrogation is set to a ONE (1) for all 11 codes for which contracts have been
accepted. (This indicates the contracts that have been accepted and are active.)
Verify that the register message content is that which was loaded into the register
specified in the contract request.

Table C-4-7: M SP Packet on Downlink M SP Channel 3

Register message content

DH (16 bits) CR (15 bits) Not Assigned (5 bits) Cl (4 bits) (56 bitd)

k. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

[.  Change the data in the transponder register so that the criterion for a Dataflash
message to be triggered is met.

m. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 second after the data changed.

n. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channd 3 as shown in Table C-4-7. Verify that it contains a DH equa to the




g.

vaue in the request interrogation in Step 2 “b”. Verify that the Cl fied is set to
ZERO (0). (This indicates that after the contract has been established the
transponder register data is made available because RDS=1 in the contract request.)

Repeat Procedure 2 Step 2 “a’ to “€”, using a different non-zero Il code each time
requesting contracts up to a value equal to the maximum number of contracts that the
system is declared to be capable of handling plus one. Use other transponder
registers indicated as “ingtalled” in the results of Procedure 1 Step 2if the maximum
number of contracts is more than 16.

Record the maximum number of contracts accepted, and verify that the number is at
least 16, and that it is the maximum number declared by the manufacturer for the unit
under test.

Use the techniques in §C.4.8.2.3 Procedure 3 to terminate all the contracts.

Step 3 — Multiple contract requests contained in a single M SP Packet on M SP channdl 6

a. Ensurethat datais being loaded into the installed transponder registers and record the

data being loaded into each transponder register.

Depending on the transponder Level, send a Mode S uplink frame to the transponder
containing an MSP packet as shown in Table C-4-8 or Table C-4-9 with RDS=1 in
the Dataflash Header(DH), on uplink MSP channel 6 with different BDS codes of
transponder registers being loaded in a above for each contract request.

Table C-4-8: M SP Packet Containing Multiple Contract Requestsfor a Level 2 Transponder

Contract 1 Contract 2 END
SR=1 DH MT EC=1 ST DH MT EC=4 ST X cT DH=0
B B B Quanta Threshold B

Thiswill result in an Uplink 4 Segment Linked Comm A frame.

Table C-4-9: M SP Packet Containing Multiple Contract Requests for Level 3 and above

Transponders
Contract 1 Contract 2 Contract 3 END Fill data
_ _ _ cQ _ cQ CcT _ All
SR=1 DH | MT | EC=1 | ST DH | MT | EC=2 | ST | Quanta DH | MT | EC=4 | ST | Quanta Threshold DH=0 ZEROs

Thiswill result in an Uplink ELM frame

C.

Verify that downlink transactions directed to the Il code that was used in the
requesting transaction in “b” above, are announced by the transponder in replies to
surveillance interrogations sent to the transponder, the first one, no later than 0.1
seconds after the uplink frame in “b” above was sent and one for each subsequent
contract request as soon as the previous transaction has been closed out.
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d.

g

Extract each downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and that it contains DH equd to the valuein
the contract request interrogation, and verify that the Cl field is set to ONE (1) and
the relevant bit of the CR field is set to ONE (1) indicating the same |l code as was
St in the interrogation requesting transaction in “b” above. (This indicates that the
contract was accepted and is active.)

Verify that all the requested contracts have been accepted.

Closeout each downlink transaction by means of a surveillance interrogation to the
transponder.

Use the techniques in 8C.4.8.2.3 Procedure 3 to terminate all the contracts.

Step 4 — Tests of wrong values in the Service Request (SR) header in M SP packet on

uplink MSP channel 6

a

Ensure that data is being loaded into the installed transponder registers and record the
data being loaded into each transponder register.

Send aMode S uplink frame to the transponder containing an MSP packet asin Table
C-4-5, on uplink MSP channd 6, but with the SR field set to ZERO (0).

Verify that no downlink transaction is announced by the transponder in the reply to a
surveillance interrogation as in Table C-4-4, sent to the transponder no later than 0.1
seconds after the uplink frame in “b” above was sent. (No downlink response
indicates that the contract was not accepted.)

Repeat Step 1requesting the same contract using al other SR values. i.e., 2 to 255
inclusive and verify that no Dataflash downlink transactions are announced by the
transponder.

Procedure #3: Termination of Dataflash Contracts

(Reference: 8.4.6.7.1, 8C.4.7.2.(4), 8C.4.7.2.(6), 8C.4.7.2.(8), 8C.4.7.2.(9), &
§C.4.7.4.3)

This Procedure tests the different methods of terminating Dataflash contracts and can be
performed in conjunction with Procedure 2 of §C.4.8.2.2 in order to minimize the tota
number of tests required.

Step 1 — Dataflash contract termination by the interrogator using the EC Fed

a

Establish the maximum number of contracts asin Procedure 2 §C.4.8.2.2.



b. For an established contract send a Mode S uplink Frame containing an MSP packet
asin Table C-4-5, on uplink MSP channedl 6, but with the EC Field set to ZERO (0).
(This should cause the contract to be cancelled.)

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after each uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP packet as shown in
Table C-4-7, on Downlink MSP channel 3 and it contains a DH field corresponding to
the contract to be cancelled and that the Cl field is set to avalue of 4. (This indicates
that the contract has been cancelled.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. Repeat Step 1 for al the established contracts.

Step 2 — Dataflash contract termination by transponder register losing its source data

a. Establish the maximum number of contracts as in Procedure 2 Step 2 sections“a’ to
“@" in8C.4.8.2.2

b. For an established contract discontinue the loading of the relevant transponder
register. (This should cause the contract to be cancelled.)

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation shown in Table C-4-4, sent to the transponder no later than 0.1 seconds
after each uplink framein “b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as in Table G4-7, and it contains a DH field corresponding to the
contract for the transponder register which is no longer serviced and that the Cl field
isset to avalue of 7. (Thisindicates that the contract has been cancelled.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. Repeat Step 1 for al the established contracts.

Step 3 — Dataflash contract termination by the airborne application due to link failure

a. Esablish acontract asin Procedure 2 Step 2 sections “a’ to “g,” in 8C.4.8.2.2.




Change and record the data pattern being loaded into the relevant transponder
register.

Verify that a downlink transaction is announced by the transponder, directed to the Il
code that was used in the requesting transaction, in the reply to a surveillance
interrogation shown in Table C-4-4, sent to the transponder no later than 0.1 seconds
after the data change in “b” above.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channd 3 as in Table G4-7, and it contains a DH field equa to that in the
request interrogation, and verify that the CI field is set to ZERO. (This indicates that
the contract has detected the change in data and is functioning correctly.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Change and record the data paitern being loaded into the relevant transponder
register.

Veify that a downlink transaction is announced by the transponder in the reply to a
surveillance interrogation no later than 1 second after the data change in “f” above.

Wait 35 seconds.

Verify that a downlink transaction is no longer announced in replies to surveillance
interrogations. (This indicates that the arborne system has declared alink failure and
should have terminated the contract).

Change the data pattern being loaded into the relevant transponder register and record
the new pattern.

Verify that NO downlink transaction is announced by the transponder in the reply to
surveillance interrogations after the data change in “j” above. (This means that the
contract has been cancelled by the airborne system.)

Step 4 — Dataflash contract termination due to loss of service from an interrogator with

the same || code as the one that initiated the contract

a. Establish acontract asin Procedure 2 Step 2 sections“a’ to “e,” in §C.4.8.2.2.

b. Change and record the data pattern being loaded into the relevant transponder

C.

register.

Verify that a downlink transaction is announced by the transponder, directed to the Il
code that was used in the requesting transaction, in the reply to a surveillance
interrogation shown in Table C-4-4, sent to the transponder no later than 0.1 seconds
after the data change in “b” above.



c.4824

d. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channd 3 asin Table G4-7, and it contains a DH field equal to that in the
request interrogation, and verify that the Cl field is set to ZERO. (This indicates that
the contract has detected the change in data and is functioning correctly.)

e. Change the Il code of al interrogations to the transponder, record the new Il code,
and repeat “a’ to “d” above. Verify inthe CR field of the response in “d” above, that
contracts are indicated for both the original and the new Il codes.

f.  Wait 60 seconds from the time of the last interrogation with the original 11 code and
repeat “b” to “d” above. Veify in the response to “d” above that the CR field
indicates no contracts for the original |1 code. (This confirms that the contracts to the
origind Il code have been cancelled.)

0. Repeat thewhole of Step 4“a’ to “f” to test al Il codes asthe origind |1 code.

Procedure #4: Dataflash Header (DH) Field Tests
(Reference: 8C.4.6.5.1)

This Procedure tests for the correct interpretation of the Contract Number Subfield
(CNS) in the DH fiedd. The BDS code subfield interpretation is tested in 8§C.4.8.2.2
Procedure #2 Step 2.

Step 1 — Establishing multiple contracts with a single transponder register

a. Ensure that datais being loaded into the installed transponder registers and record the
data being loaded into each transponder registers.

b. Send a Mode S uplink frame to the transponder containing an M SP packet on uplink
MSP channel 6 asin Table C-4-5, with the BDS1 and BDS2 codes set for a contract
with a selected transponder register.

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder ro later than 0.1 seconds after the uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equal to the value in the
request interrogation and the Cl field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.
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a.

Repeat Step 1 “&@’ to “€” using the same BDS1 and BDS2 codes in the interrogations
in “c” above, and setting each of the other values in the CNS subfield in turn in “b”
above.

Repeat Step 1 “a” to “f” for at least three different transponder registers.

Note: If in “f" or “g” above the maximum number of contracts that the

h.

transponder can handle is reached, the contracts must be terminated by the
method used in Procedure 3 Step 1 in 8C.4.8.2.3 above, and this test
continued to test all CNSvalues.

Terminate all contracts by the method used in 8C.4.8.2.3 Procedure 3 Step 1.

Procedure #5: Minimum Time (MT) Field Tests

(Reference: 8C.4.6.6 & 8C.4.7.4.3)

This Procedure tests for the correct interpretation of the Minimum Time (MT) fied
contained in the M SP packet of uplink MSP channdl 6.

Step 1 — Data changing at longer intervals than the value in the MT field

a

Ensure that data is being loaded into the installed transponder registers and record the
data being loaded into each transponder registers.

Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 asin Table C-4-5.

Verify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channd 3 as in Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Change the transponder register data being loaded into the transponder register which
was indicated in the contract initiated in “&’ to “d” above.

Verify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance



interrogation sent to the transponder no later than 0.1 seconds after the transponder
register data was changed in the transponder register.

Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to avalue of ONE (1).

Use an interrogation as in Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 1 “f.” Verify
that it contains the new changed data that was loaded into that transponder register.
(This indicates that the changed data is immediately available as requestedin the MT
field.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Repeat Step 1 “f” to “|” at least 10 times and verify that al the data changes are
reported.

Repeat Step 1 “f” to “k” for values of 10, 50, 100, 150, and 255 seconds st into the
MT fidd of the MSP packet in “b” above, and the transponder register data changes
of “f” above, at rates of 11, 51, 101, 151, and 256 seconds respectively.

Terminate all contracts by the method used in 8C.4.8.2.3 Procedure 3 Step 1.

Step 2 — Data changing at shorter intervals than the value in the MT field

a

Ensure that data is being loaded into the installed transponder registers and record the
data being loaded into each transponder registers.

Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 asin Table C-4-5.

Veify that a downlink transaction, directed to the Il code that was used in the
reguesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

Closeout the downlink transaction by means of a survelllance interrogation to the
transponder.
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Change the contract by sending a Mode S uplink frame to the transponder containing
an M SP packet on uplink MSP channel 6 asin Table C-4-5, but with the MT field set
to ONE (1) second.

Change data being loaded into the transponder register at time intervals approximately
equal to a quarter of the time indicated in the MT field of the requesting contract.

Verify that a downlink transaction is NOT announced by the transponder in the reply
to a surveillance interrogation sent to the transponder at any time earlier than the
vauein MT field.

Verify that a downlink transaction, directed to the |l code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than the value in the MT field plus 0.1
seconds after the previous data extraction.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the Cl field is set to ZERO (0). (This indicates a response
to an existing contract.)

Use an interrogation as in Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 2 “f” above.
Veify that it contains the latest data that was loaded into that transponder register
before expiry of the time value in the MT fidd. (This indicates that the MT fidld is
being interpreted correctly.)

Closeout the downlink transaction by means of a surveillance interrogation to te
transponder.

. Repeat Step 1 “f” to “I” with MT vaues of 10, 50, 100, 150, 200, and 255 seconds

being set into the M SP packet on M SP uplink channel 6 of “f” above.

Terminate the contract by the method used in 8C.4.8.2.3 Procedure 3 Step 1.

Procedure #6: Event Criterion (EC) Field Tests
(Reference: 8C.4.6.7.1, 8C.4.6.8, 8C.4.7.2.(5), 8C.4.7.2.(7), & 8C.7.4.3)

This Procedure tests the 4 bt Event Criterion Field (EC. Tests for the EC vaues of
ZERO (0) and ONE (1) are covered in the previous Procedures. ClI field values 0, 1, 3,
and 5, and CR field bit tests are included in this Procedure.

Step 1 — Testswith EC Field =2

a. Ensure that data is being loaded into one of the installed transponder registers and

record the data being loaded into the transponder register.



b. Send a Mode S uplink frame to the transponder containing an M SP packet on uplink
MSP channel 6 asin Table C-4-10 with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “a@’ above, and the bits in the Change Quanta (CQ)
field set to aternating Zeros and Ones, starting with a ZERO (0).

Table C-4-10: M SP Packet on M SP Channel 6 with EC=2

DH MT=0 EC=2 | ST=0 CQ Quanta (56 bits)

CNS=0 | RDS=1 | Spare | BDSL | BDS2

Note: When EC=2 the Change Quanta (CQ) field is interpreted as 56 individual
bits. When a bit is set to ZERO, the corresponding bit in the transponder
register is not monitored and when it is set to a ONE a report is sent
whenever the corresponding bit in the transponder register changes.

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channd 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the Cl field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. For each bit in the transponder register in turn, change that bit and perform “g,” “h,”
Hi,l! ilj,” md ilk” de\N_

0. When the corresponding bit in the CQ Quanta is set to a ONE verify that a downlink
transaction is announced by the transponder in the reply to a surveillance interrogation
sent to the transponder no later than 0.1 seconds after the uplink frame in “f” above
was sent.

h.  When the corresponding hit in the CQ Quanta is set to a ZERO (0) verify that NO
downlink transaction is announced by the transponder in the reply to a surveillance
interrogation.

i. Extract al announced downlink transactions, and verify that they are M SP Packets on
Downlink MSP channd 3 asin Table C-4-7, and they contain a DH equal to the value
in the request interrogation and the CI field is set to avalue of ZERO.

J.  Useaninterrogation asin Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 1 “b” above.
Verify that it contains the data that was loaded into that transponder register. (This
indicates that the change monitoring is functioning correctly.)




k. Closeout the downlink transaction by means of a survelllance interrogation to the
transponder.

I.  Repeat the whole of Step 1for al of the transponder registers capable of being
serviced.

m. For at least three of the transponder registers set the bits in the CQ Quanta to
aternating Ones and Zeros, starting with a ONE (1) in the first bit and repest Step 1.

n. Terminate al contracts by the method used in §C.4.8.2.3 Procedure 3 Step 1.

Step 2 — LSB change tests with EC Fidld = 3

a. Ensure that data is being loaded into one of the installed transponder registers and
record the data being loaded into the transponder register.

b. Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 as in Table C-4-11 with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “a’ above. Also set the sub divided fields in the
Change Quantafield (CQ) asin (i) and (ii) below:

() When the sub divided field represents a numerica vaue st it to the least
significant bit vaue.

(i) When the sub field represents a character or status information set it to ALL
ONEs.

Table C-4-11: M SP Packet on M SP Channel 6 with EC=3

MT= ~ _ CQ Quanta (56 bits)
DH 0 EC=3 | ST=0 LSB=1 all other bits= 0

CNS=0 | RDS=1 | Spae | BDSL | BD

Note: When EC=3 the Change Quanta field (CQ) is sub-divided into the same
fields as the transponder register with which the contract is being made.
For each of these sub-divided fields ALL ZEROs indicates that changes to
that parameter are not to be reported and ALL ONEs indicates that any
change to that parameter shall be reported. Otherwise the value in the
subfield for a parameter shall be the decimal value of the quantum of the
minimum change in that parameter, taking any sign bit into account, which
has to be reported. The units of the change parameter are the same as the
least significant bit of the parameter being monitored. Status and switch bits
are treated as separate fields for change field monitoring.

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance




interrogation sent to the transponder no later than Q1 seconds after the uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the Cl field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. For each parameter in the transponder register in turn, change the parameter by an
amount equal to its least significant bit.

0. Veify that a downlink transaction is announced by the transponder in the reply to a
surveillance interrogation sent to the transponder no later than 0.1 seconds after the
uplink frame in f. above was sent.

h. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to a value of ZERO (0).

i. Usean interrogation asin Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 2“b” above.
Verify that it contains the data that was loaded into that transponder register. (This
indicates that the change monitoring is functioning correctly.)

j. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

K. Repeat “f” to“},” this time changing each parameter in turn by an amount equa to its
most significant bit.

I.  Repeat the whole of Step 2for al of the transponder registers capable of being
serviced.

m. Terminate all contracts by the method used in §C.4.8.2.3 Procedure 3 Step 1.

Step 3 — MSB change tests with EC Fidld =3

a. Ensure that data is being loaded into one of the installed transponder registers and
record the data being loaded into the transponder register.

b. Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 asin Table C-4-11 with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “a’ above. Also set the sub divided fields in the
Change Quantafield (CQ) asin (i) and (ii) below:



() When the sub divided field represents a numerica value st it to the least
significant bit vaue.

(i) When the sub field represents a character or status information set it to ALL
ONEs.

Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

Closeout the downlink transaction by means of a survelllance interrogation to the
transponder.

For each parameter in the transponder register in turn, change the parameter by an
amount equa to its most significant bit.

Verify that a downlink transaction is announced by the transponder in the reply to a
surveillance interrogation sent to the transponder no later than 0.1 seconds after the
parameter change in “f” above was sent.

Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the Cl field is set to a value of ZERO (0).

Use an interrogation as in Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 3 “b” above.
Verify that it contains the data that was |oaded into that transponder register. (This
indicates that the change monitoring is functioning correctly.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

For each parameter in the transponder register in turn, change the parameter by an
amount equal to less than its most significant bit.

Verify that NO downlink transaction is announced by the transponder in the reply to a
surveillance interrogation sert to the transponder after the parameter change in “i”
above was sent. (Thisindicates that the contract is functioning correctly.)

. Repeat the whole of Step 3for al of the transponder registers capable of being
serviced.

Terminate all contracts by the method used in 8C.4.8.2.3 Procedure 3 Step 1.




Step 4 — Tests with EC Fied = 4 (Only report changes above a threshold value)

a. Ensure that data having a vaue of the least significant bit is being loaded, into al the
fields that represent numerical values, into one of the instaled transponder registers
and record the data being loaded into the transponder register.

b. Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 as in Table C-4-12 with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “a’ above. Set the sub fields in the Change Quanta
(CQ) field to a value equal to a maximum of one quarter of the MSB, or to the LSB,
in each case where the field represents a numerical value. Set the CQ field to ALL
ONEs where the field represents a character or status information etc. Also set a
Threshold value equa to the MSB for dl fields that represent a numerical value in the
CT Threshold.

Table C-4-12: M SP Packet on M SP Channel 6 with EC=4

MT= _ _ CQQuanta | CT Threshold
oA 0 EC=4 | STS0 (56 bits) (56 Bits)

CNS=0 | RDS=1 | Spare | BDSL | BDS2

Note: When EC=4 the Change Threshold (CT) field is sub-divided into the same
subfields as the transponder register with which the contract is being made.
For each of these sub-divided fields ALL ZEROs indicates that changes to
that parameter are not to be reported. Otherwise the value in the subfield
for a parameter shall be the decimal value of the threshold for that
parameter taking any sign bit into account. Only parameter changes that
cross the threshold criterion are reported. The Change Quanta (CQ) field is
similarly divided into subfields which indicate that a change will not be
reported for that subfield until the parameter has changed by at least the
CQ value since the contract was agreed in the case of a first report, or since
the last report generated by this contract.

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.




f. For each parameter in the transponder register in turn, increment the parameter value
every time a surveillance interrogation is sent to the transponder, in steps equal to the
value that has been specified for it in the CQ Quanta until the threshold has been
crossed by at least four increments, or has reached its maximum value, and perform
the actions of “g,” “h,” “i,” and “j” below.

Note: The reason for crossing the threshold by four increments if possible is to
verify that all changes greater that CQ that are above the threshold
crossing are reported.

g. Extract any announced downlink transaction and verify that they are M SP Packets on
Downlink MSP channd 3 asin Table C-4-7, and they contain a DH equal to the value
in the request interrogation and the CI field is set to a value of ZERO (0).

h. Use an interrogation as in Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 4 “b” above.
Verify that it contains the data that was loaded into that transponder register and that
the data is equal to or has exceeded the value set in the threshold for the parameter
under test. (This indicates that the change monitoring is functioning correctly.)

i. Closeout the downlink transaction by means of a survelllance interrogation to the
transponder.

j. Veify that a correct downlink transaction was only received for each parameter
increment that gave a value higher than the threshold.

k. Repeat the whole of Step 4for al of the transponder registers capable of being
serviced.

[.  Terminate al contracts by the method used in §C.4.8.2.3 Procedure 3 Step 1.

Step 5 — Tests with EC Fidld = 5 (Only report changes below a threshold value)

a. Ensure that data having the maximum value is being loaded into al the fields that
represent numerical vaues, into one of the installed transponder registers and record
the data being loaded into the transponder register.

b. Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 asin Table C-4-13, with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “a’ above, and the subfields in the Change Quanta
(CQ) fidd set to the least dgnificant bit value in each case where the subfield
represents a numerical value, and to ALL ONEs where the field represents a
character or status information etc. Set a Threshold value equal to the MSB for all
fields that represent a numerical vaue in the CT Threshold.



Table C-4-13: M SP Packet on M SP Channel 6 with EC=5

CQ Quanta CT Threshold

DH MT=0 | EC=5 | STS0 (56 bits) (56 Bits)

CNS=0 | RDS=1 | Spare | BDSL | BDR

Note: When EC=5 the Change Threshold field (CT) is divided into the same

subfields as the transponder register with which the contract is being made.

For each of these subfields ALL ZEROs indicates that changes to that

parameter are not to be reported. Otherwise the value in the subfield for a

parameter shall be the decimal value of the threshold for that parameter

taking any sign bit into account. Only changes in the parameter that are

equal to or greater than the CQ Quanta value and are lower than the
threshold are reported.

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channd 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the ClI field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

e. Closeout the awnlink transaction by means of a surveillance interrogation to the
transponder.

f. For each parameter in the transponder register in turn, decrement the parameter value
every time a survelllance interrogation is sent to the transponder, in steps equal to the
value that has been specified in the Dataflash contact request in Step 5 “b” above for
it in the CQ Quanta until the threshold has been crossed by at least four decrements,
or has reached its minimum value, and perform the actions of “g,” “h,” “i,” and “j”

below.

g. Extract any announced downlink transactions and verify that they are MSP Packets
on Downlink MSP channel 3 asin Table C-4-7, and they contain a DH equa to the
value in the request interrogation.

h. Use an interrogation as in Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 5 “b” above.
Verify that it contains the data that was |oaded into that transponder register and that
the data is equal to or has gone below the value set in the threshold for the parameter
under test. (Thisindicates that the change monitoring is functioning correctly.)

i. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.




J.  Veify that a correct downlink transaction was only received for each parameter
increment that gave a value lower than the threshold.

k. Repeat the whole of Step S5for al of the transponder registers capable of keing
serviced.

I.  Terminate al contracts by the method used in 8C.4.8.2.3 Procedure 3 Step 1.

Step 6 — Tests with EC Field = 6 (Only report changes when the threshold is crossed)

a. Ensure that data having a value of at least 4 Quanta below the threshold or the
minimum for the parameter, is being loaded into al the fields that represent numerical
values, into one of the installed transponder registers and record the data being loaded
into the transponder register.

b. Send aMode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 asin Table C-4-14, with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “&’ above, and the sub divided fields in the Change
Quanta (CQ) field set to the least significant bit value in each case where the field
represents a numerical value, and to ALL ONEs where the field represents a
character or status information etc. Set a Threshold vaue equal to the MSB for 4l
fields that represent a numerical value in the CT Threshold.

Table C-4-14: M SP Packet on M SP Channel 6 with EC=6

CQ Quanta CT Threshold

DH MT=0 | EC6 | ST=0 | 56ty (56 Bits)

CNs=0 | RDS=1 | Spae | BDSL | BD2

Note: When EC=6 the Change Threshold field (CT) is sub-divided into the same
fields as the transponder register with which the contract is being made.
For each of these sub-divided fields ALL ZEROs indicates that changes to
that parameter are not to be reported. Otherwise the value in the subfield
for a parameter shall be the decimal value of the threshold for that
parameter taking any sign bit into account. Only changes in the parameter
that are equal to or greater than the CQ Quanta value and cross the
threshold in either direction are reported.

c. Veify that a downlink transaction is announced by the transponder in the reply to a
surveillance interrogation sent to the transponder no later than 0.1 seconds after the
uplink framein “b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the Cl field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)




e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. For each parameter in the transponder register in turn, increment the parameter value
every time a surveillance interrogation is sent to the transponder, in steps equal to the
value that has been specified in the Dataflash contract request in Step 6 “b” above (in
the CQ Quanta) until a downlink transaction is announced in the reply to a
surveillance interrogation then perform tests “g,” “h,” “i,” and “j” below.

g. Extract any announced downlink transaction and verify that it is an MSP Packet on
Downlink MSP channd 3 asin Table C-4-7, and it contains a DH equal to the value
in the request interrogation and the CI field is set to a value of ZERO (0).

h. Usean interrogation asin Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 1 “b” above.
Verify that it contains the data that was loaded into that transponder register and that
the data has crossed the value set in the threshold for the parameter under test. (This
indicates that the change monitoring is functioning correctly.)

i. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

J. Veify that only one downlink transaction was announced and extracted and that it
contained the data value for the first increment after the threshold was crossed. (This
indicates that the threshold is functioning correctly.)

k. Ensure that data having a value of at least 4 Quanta above the threshold, or the
maximum value for the parameter, is being loaded into al the fields that represent
numerical vaues, into one of the installed transponder registers and record the data
being loaded into the transponder register.

I.  Repeat the whole of Step 6 but decrementing the parameter value in “f” above.

m. Repeat the whole of Step 6for &l of the transponder registers capable of being
serviced.

n. Terminate al contracts by the method used in §C.4.8.2.3 Procedure 3 Step 1.

Step 7 — Sngle |1 CodeTests with EC Fidd = 15 (Cancd al contracts for the || Code in
this request regardless of other information in the DH Field)

a. Ensurethat datais being loaded into the installed transponder registers and record the
data being loaded into each transponder registers.

b. Send aMode S uplink frame using Il code = 1 to the transponder, containing an MSP
packet on uplink MSP channd 6 asin Table C-4-5, with the BDS1 and BDS2 codes
set for a contract with a selected transponder register.



Verify that a downlink transaction, directed to the Il code that was sed in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation. Also verify that the CI field is set to a vaue of ONE (1), and
the bit in the CR field corresponding to the Il code used in “b” aboveis set to a ONE
(2). (Thisindicates that the new contract was accepted and is active.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Repeat Step 7 “a@’ to “€’ using different BDS1 and BDS2 codes corresponding to
registers that are being loaded with data in the interrogations in “b” above until the
maximum number of contracts that can be handled by the system under test have
been established. [f the maximum number of contracts that can be handled exceeds
the number of transponder registers being loaded then repeat “a’ to “e” above, setting
different vaues in the CNS subfield in the uplink frames in “b” above until the
maximum number of contractsis reached.

Send a Mode S uplink frame using 1l code set as in “b” above, to the transponder,
containing an M SP packet on uplink MSP channdl 6 asin Table C-4-5, with the BDS1
and BDS2 codes set for a contract with a selected transponder register with the EC
field set to avalue of 15.

Verify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“g" above was sent.

Extract the downlink transaction and close it out by means of a surveillance
interrogation sent to the transponder. Verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and that it contains a DH equal to the value
in the request interrogation. Also verify that the Cl field is set to 5. (This indicates
that all contracts for the Il code set in the interrogation at “g” above have been
cancelled).

Change the data being loaded into the transponder registers that have contracts
established such that a Dataflash message would be triggered if a contract currently
existed.

Veify that no downlink transactions are announced in the replies to survelllance
interrogations in the following 30 seconds.

Repeat Step “a’ to “i” For 11 codes 2 to 14 inclusive.



Step 8 — Multiple 11 CodeTests with EC Field = 15 (Cancd al contracts for the Il Codein

this request regardless of other information in the DH Field

a

Ensure that data is being loaded into the installed transponder registers and record the
data being loaded into each transponder registers.

Send a Mode S uplink frame using Il code = 1 to the transponder, containing an MSP
packet on uplink MSP channdl 6 asin Table C-4-5, with the BDS1 and BDS2 codes
set for a contract with a selected transponder register.

Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation. Also verify that the Cl field is set to a value of ONE (1) and
the bit in the CR field corresponding to the Il code used in “b” above is set to avalue
of ONE (1). (Thisindicates that the contract was accepted and is active.)

Closeout the downlink transaction by means of a survelllance interrogation to the
transponder.

Repeat Step 8 “a’ to “€’ incrementing the 1l code in the interrogation in “b” above
until the maximum number of contracts that can be handled by the system under test
have been established. [If the maximum number of contracts that can be handled
exceeds the number of Il codes repeat “a’ to “€” above accessing different
transponder registers by setting different values the BDS1 and BDS2 subfields in the
uplink framesin “b” above until the maximum number of contracts is reached.

Send a Mode S uplink frame setting the Il code to the same value asin “b” above, to
the transponder, containing an MSP packet on uplink MSP channel 6 as shown in
Table G4-5, with the BDS1 and BDS2 codes set for a contract with a transponder
register not contracted for that |1 code and with the EC field set to avalue of 15.

Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction in “g” above, is announced by the transponder in the reply to a
surveillance nterrogation sent to the transponder no later than 0.1 seconds after the
uplink framein “g” above was sent.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7 and that it contains a DH equd to the value
in the request interrogation. Also verify that the Cl field is set to 5 and the bit in the
CR field corresponding to the Il code used in “b” above is set to a ZERO (0). (This
indicates that all contracts for the Il code set in the interrogation at “g” above have
been cancelled).



J. Change the data being loaded into the transponder registers that have contracts
established such that a Dataflash message would be triggered if a contract currently
existed.

k. Veify that a separate downlink transaction is announced, directed to each |l code
other than the Il code that was used in “b” above, is announced by the transponder in
the replies to a surveillance interrogations sent to the transponder in the period after
the uplink framein “g” above was sent. Also verify that no transaction is announced
directed to the Il code used in “b” above.

.  Extract each downlink transaction and close it out by means of a surveillance
interrogation sent to the transponder. Verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and that it contains a DH equal to the value
in the request interrogation. Also verify that the Cl field is set to 01 and the bit in the
CR fidd corresponding to the Il code used in “b” above is set to a ONE (1). (This
indicates that al contracts other than those for the Il code set in the interrogation at
“g’ are ill in existence and working normally).

m. Repeat Step 8“d’ to“I” using Il codes 2to 14 inclusivein “b” above.

Step 9 — Tests with EC Fidd set to unassgned values

a. Ensure that data is being loaded into one of the ingtalled transponder registers and
record the data being loaded into the transponder register.

b. Send a Mode S uplink frame to the transponder containing an MSP packet on uplink
MSP channel 6 asin Table C-4-15 with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “&” above and EC set to 7.

Table C-4-15: M SP Packet on M SP Channel 6

DH MT=0 EC ST=0 CF Quanta (56 hits)

CNs=0 | RbS=1| spae | BDSL | BDS

c. Verify that a downlink transaction, directed to the 1l code that was used in the
requesting transaction, is announced by the transponder in the repy to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

d. Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the Cl field is set to a vaue of 15. (This indicates that the
contract was NOT accepted. Thisis the correct result because the EC is not vaid.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.
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Repesat the whole of Step 9 “a’ to “€” incrementing the EC by ONE until EC=14.

Procedure #7: Stable Time (ST) Field tests
(Reference: 8C.4.6.7.2)

This Procedure tests the correct functioning of the ST field.

Step 1 — Tests with ST Fidd

a. Ensure that fixed data is being loaded into one of the installed transponder registers

and record the data being loaded into the transponder register.

b. Send a Mode S uplink frame to the transponder containing an MSP packet on uplink

MSP channel 6 asin Table C-4-16 with BDS1 and BDS2 codes to set up a contract
with the register being loaded in “&” and ST set to ONE (1).

Table C-4-16: M SP Packet on M SP Channel 6 with EC=2

Sk=1

DH MT=0 EC=2 ST CQ Quanta (56 hits)

CNS=0 | RDS=1 | Spae | BDSL | BDR

Verify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder no later than 0.1 seconds after the uplink frame
in“b” above was sent.

Extract the downlink transaction and verify that it is an MSP Packet on Downlink
MSP channel 3 asin Table G4-7, and it contains a DH equa to the vaue in the
request interrogation and the CI field is set to a value of ONE (1). (This indicates
that the new contract was accepted and is active.)

Use an interrogation asin Table C-4-4 but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 1 “b” above, and
with EC = 2. Veify that it contains the data that was loaded into that transponder
register for the parameter under test.

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Change and record the data being loaded into any parameter of the transponder
register by an amount that exceeds the Quanta value specified in the contract, at
intervals equal to one quarter of the valuein ST.

Verify that NO downlink transaction is announced by the transponder in the reply to
surveillance interrogations whilst the data is changing asin “g” above.
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Stop changing the data being loaded into the transponder register and record the
register data.

Verify that a downlink transaction is announced by the transponder in the reply to a
surveillance interrogation sent to the transponder not earlier than a time equal to ST,
and no later than time equd to the value of ST plus 0.1 seconds after the data was
first changed.

Extract al announced downlink transactions and verify that they contain MSP
Packets on Downlink MSP channel 3 asin Table C-4-7, and it contains a DH equal to
the value in the request interrogation and the Cl field is set to ZERO (0).

Use an interrogation as in Table C-4-4, but with the RR field and RRS subfield set to
extract the GICB that was specified in the Dataflash request in Step 1 “b” above.
Verify that it contains the same data that was loaded into that transponder register at
“i” above. (Thisindicatesthat ST is functioning correctly.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Repeat the “f” to “I” above, for each parameter in the transponder register.

Repeat the “a’ to “I” above setting values of ST = 2, 4, 8, 12, and 15 seconds in “b”
above.

Repeat the whole of Step 1 using at least three different transponder registers.

Terminate all contracts by the method used in 8C.4.8.2.3 Procedure 3 Step 1.

Procedure #8: Maximum M essage Rate

(Reference: 8C.4.7.3, & 8C.4.7.4.3)

This Procedure tests that no more than ten Dataflash messages are output in any six
seconds period and that waiting messages are queued and announced to the ground with
an indication of delay by setting Cl = 6 in the response, as soon as the maximum message
criterion alows.

Step 1 — Initidizing contracts

a

b.

Ensure that NO datais loaded into any of the transponder registers.

Send a Mode S uplink frame to the transponder containing an M SP packet as shown
in Table G4-5, on uplink MSP channel 6. With the BDS1 and BDS2 codes of the
transponder register with which the contract is intended set into the DH field.



c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder 0.1 seconds after the uplink frame in “b” above
was received by the transponder.

d. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and it contains a DH equal to the value in
the request interrogation and a value of 2 in the CI field. (Thisindicates that the new
contract was not accepted.) Also verify that the CR field contains ALL ZEROs.
(Thisindicates that there are no Dataflash contracts in existence.)

Note: Since RDS=1 in the contract request this test also verifies that the message
register content is not sent when Cl is not equal to ZERO.

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. Repeat Step 1 requesting a contract for at least two transponder registers

Step 2 — Dataflash Message triggering rate up to Six messages per second

a. Ensure that fixed data is being loaded into the installed registers and being updated at
arate faster than the minimum rate specified for each register.

b. Send a Mode S uplink frame to the transponder containing an M SP packet as shown
in Table G4-5, on uplink MSP channel 6. With the BDS1 and BDS2 codes of the
transponder register with which the contract is intended set into the DH field.

c. Veify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder 0.1 seconds after the uplink frame in “b” above
was received by the transponder.

d. Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and it contains a DH equal to the value in
the request interrogation and a value of ONE (1) in the CI field. (This indicates that
the new contract was accepted.)

e. Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

f. Change the data in one or more of the registers in order to trigger ten Dataflash
messages every six seconds.

0. Verify that downlink transactions, directed to the Il code that was used in the
requesting transaction, are announced by the transponder in the reply to a surveillance
interrogations sent to the transponder 0.1 seconds after the each of the data changes
in“e" above were received by the transponder.



h.

Extract and closeout the downlink transactions and verify that they are MSP packets
on Downlink MSP channel 3 as shown in Table C-4-7, and they contain a DH equa
to the value in the request interrogation and a value of ZERO (0) in the CI field.

(Thisindicates that they are responses to an existing contract.)

Note: Closeout each downlink transaction by means of a surveillance

interrogation to the transponder.

Step 3— Dataflash Message triggering rate greater than six messages per second

a

Ensure that fixed data is being loaded into the installed registers and being updated at
arate faster than the minimum rate specified for each register.

Send a Mode S uplink frame to the transponder containing an MSP packet as shown
in Table G4-5, on uplink MSP channel 6 with the BDS1 and BDS2 codes of the
transponder register with which the contract is intended set into the DH field.

Verify that a downlink transaction, directed to the Il code that was used in the
requesting transaction, is announced by the transponder in the reply to a surveillance
interrogation sent to the transponder 0.1 seconds after the uplink frame in “b” above
was received by the transponder.

Extract the downlink transaction and verify that it is an MSP packet on Downlink
MSP channel 3 as shown in Table C-4-7, and it contains a DH equal to the value in
the request interrogation and a value of ONE (1) in the Cl field. (This indicates that
the new contract was accepted.)

Closeout the downlink transaction by means of a surveillance interrogation to the
transponder.

Change the data in one or more of the registers in order to trigger more than ten
Dataflash messages every six seconds for a period of at least twelve seconds.

Verify that downlink transactions, directed to the Il code that was used in the
requesting transaction are announced by the transponder in the replies to surveillance
interrogations sent to the transponder starting 0.1 seconds after the first of the data
changesin “f” above were received by the transponder.

Extract and closeout all the downlink transactions and verify that they are MSP
packets on Downlink MSP channd 3 as shown in Table G4-7. Veify that they
contain a DH equal to the value in the request interrogation and do not exceed a rate
of ten messages in any six seconds period. Verify that messages, which are not
delayed due to the Dataflash message limit of ten within six seconds, contain a value
of ZERO (0) in the CI field. (This indicates that they are norma responses to an
existing contract.) Also verify that Dataflash messages which have been delayed by
queuing in order to remain within the limit for Dataflash messages contain a value of 6
in the CI field. (This indicates that the responses to an existing contract which have
been delayed due to Dataflash message limit queuing.)
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Note: Closeout each downlink transaction by means of a surveillance
interrogation to the transponder.

Procedure #9: Test of Mode S Subnetwork Version Number and Global
Capability Reporting

Extract Register 1046

Verify that:

Bit 17 - 23 = 3 (for an Annex 10 Amendment 77 transponder), = 4 (for an Annex
10 Amendment 81 and Doc 9871 Edition 1 transponder), > 4 (for future
Amendments of Annex 10 and future editions of Doc 9871)

Bit 25=1

Inject al data used to fill register 40,6, 5016 and 6046
Reset the trangponder (in order to take into account dynamic check at start-up)
Extract Register 1716

Verify that:

Bit9=1
Bit16=1
Bit24=1

Extract Register 1D 16

Verify that:

Bit 6 = 0 and Bit 31 = 0 if no dataflash gpplication supported
Bit 6 = 1 and Bit 31 = 1 if dataflash application is supported

Extract Regl ster 1946

Verify that:

Bit49=1
Bit33=1
Bitl7=1

Stop injection of al data with the aircraft data generator
Extract register 1716

Verify that:
Bit9=0
Bit16=0
Bit24=0
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Extract regl ster 1946

Verify that:
Bit49=1
Bit33=1
Bitl7=1

Dataflash Installed System Performance

Installed performance shall be consistent with that specified in 8C.4.8, which was verified
through bench and environmental tests. However, certain performance parameters may
be affected by the physical ingtalation and can only be verified after instalation. The
installed performance specified below takes this into consideration.

Ground Test Procedures

a Conformity Inspection

b.

C.

()

@

Visually ingpect the installed equipment or system to determine the use of
acceptable workmanship and engineering practices.

Verify that proper mechanical and electrical connections have been made and
that the equipment or system has been located and installed in accordance
with the manufacturer’ s recommendations.

Test Equipment Required

@

)

©)

A means to interrogate the Mode S transponder with surveillance
interrogations and decode the resulting replies.

A means to send data to the transponder registers, extract the air initiated
messages announced by the transponder, and extract the data from the
registers in the transponder accessed by means of the BDS1 and BDS2
codes in interrogations sent to the transponder.

A means to set up, record and monitor Dataflash contracts by interrogating
the Mode S transponder.

Test Procedure

(1)

Input data either directly from aircraft data sources or stimulate the aircraft
systems, such that al the declared transponder registers are being updated.
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2 Using the test equipment, extract the appropriate capability reports and verify
that the aircraft Mode S system is functioning, and that it can support uplink
MSP channd 6, Downlink MSP channel 3, and the appropriate transponder
registers are being updated by the aircraft systems.

d. Interference Effects

With the equipment or system energized,

@ individualy operate each of the other electrically operated aircraft equipment
and systems to determine that no significant interference effects are present:

2 evaluate all reasonable combinations of control settings and operating modes.

Implementation Guidelines for Dataflash

Overview

Dataflash is a service which announces the availability of information from air-to-ground
on an event-triggered basis. Thisis an efficient means of downlinking information which
changes occasionaly and unpredictably.

A contract is sent to the airborne application through the Mode S transponder and the
ADLP using an uplink Mode S specific protocol (MSP) (MSP 6, SR = 1) as specified in
Annex 10 Volume I, Appendix to Chapter 5. This uplink MSP packet contains
information specifying the events which should be monitored regarding the changes of
data in a transponder register. When the event occurs, this is announced to the ground
ingtallation using the AICB protocol.

The ground ingtdlation may then request the downlink information which takes the form
of a downlink MSP packet on channd 3 congtituted of one or two linked Comm-B
segments.  The second segment is a direct copy of the relevant transponder regster
specified in the contract.

The ground system with the embedded dataflash application should determine if an
aircraft supports the dataflash protocol as follows:

o if hit 25 of trangponder register 1046 is set to 1, the system will extract transponder
register 1D 6, then,

» if bit 6 and bit 31 of transponder register 1D 16 are set to 1, then the aircraft supports
the dataflash service.



C.4.10.2

C.4.10.3

Cc.4.104

Cc.4.104.1

Minimum number of contracts

The minimum number of contracts activated simultaneoudly that can be supported by the
arborne ingtallation should be at least 64. In the case of a software upgrade of existing
installations, at least 16 dataflash contracts should be supported.

Contract request for a transponder register not serviced by the airborne
installation

On the receipt of a dataflash service request, a downlink dataflash message should
immediately be announced to the ground regardless of any event criteria. This message is
used by the ground system to confirm that the service has been initiated. The message
will only consist of one segment. In the case of a service request for an unavailable
transponder register, the message sent to the ground should only contain bits 1 to 40 of the
downlink message structure with a Cl field value of 2. This value will indicate to the
ground system that the service request cannot be honored because of the unavailability of
the transponder register. The service will then be terminated by the airborne dataflash
function, and the ground system should notify the user which has initiated the request that
the service request cannot be honored by the airborne installation.

When a transponder register (which was previoudly supported) becomes unavailable and
is currently monitored by a dataflash contract, a downlink dataflash message containing
bits 1 to 40 will be sent with a Cl field value of 7. Thiswill indicate to the ground that the
transponder register is not serviced anymore. The related contract is terminated by the
arborne application, and the ground system should notify the user which has initiated the
request that the service request has been terminated by the airborne ingtalation. An
aternative means for the ground system to detect that the transponder register is not
serviced any longer is to andyze the resulting transponder register 10,6 which will be
broadcast by the transponder to indicate to the ground system that transponder register
1716 has changed. The Mode S sensor should then extract transponder register 17,6 and
send it to the ground gpplication. The ground application should then analyze the content
of this transponder register and should notice that the transponder register monitored by a
dataflash contract is no longer supported by the airborne installation.

Service continuity in overlapping cover age with radars using the same |l code

Depending on the system configuration the following guidance should be taken into
account to ensure service continuity in overlapping coverage of radars working with the
same || code.

Radar with the dataflash application embedded in the radar software

For this configuration it is necessary to manage the contract numbers which will be used
by each station and to ensure that the same contract number for the same transponder
register is not used by another sensor having overlapping coverage and working with the
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same |l code. The reason for thisis that a sensor has no means of detecting if a contract
it has initidlized has been overwritten by another sensor using an identical dataflash
header. Also one sensor could terminate a contract because an aircraft is leaving its
coverage and no other sensor would know that this contract had been closed. For this
reason, no dataflash contract termination should be attempted by either sensor in order to
ensure a service continuity.

When two ground stations with overlapping coverage and having the same Il code each
set up dataflash contracts with the same transponder register for the same aircraft, it is
essential to ensure that the contract number is checked by each ground station prior to the
closeout of any AICB which is announcing a dataflash message.

Use of an ATC centre-based dataflash application

The ATC system hosting the dataflash application should manage the distribution of
contract numbers for sensors operating with the same Il code. This ATC system will dso
have the globa view of the aircraft path within the ATC coverage to ether initiate or
close dataflash contracts when appropriate. This is the preferred configuration since a
central management of the contract numbers is possible which aso alows a clean
termination of the contracts.

Ground management of multiple contractsfor the same transponder register

The ground system managing the dataflash application must ensure that when it receives
a request from ground applications for several contracts to monitor different parameters,
or different threshold criteria, related to the same transponder register for a particular
arcraft/ll code pair, it assigns a unique contract number for each contract sent to the
aircraft.

Service termination

There are three ways to terminate a dataflash service (one from the ground initiative, two
from the airborne installation):

1. The ground can send an MSP with the ECS field set to O which means that the
service is to be discontinued by the airborne installation.

2. The arborne ingtalation will terminate the service with no indication to the ground
system if any message is not extracted from the transponder by a ground interrogator
within 30 seconds following the event specified in the dataflash contract (TZ timer).

3. When the transponder has not been selectively interrogated by a Mode S interrogator
with a particular Il code for 60 seconds (this is determined by monitoring the 11S
subfield in al accepted Mode S interrogations), al dataflash contracts related to that
I1 code will be cancelled with no indication to the ground system.
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The termination from the ground initiative is the preferable way to terminate the service
since both the ground and the airborne systems terminate the service thanks to a mutualy
understood data link exchange. This termination should nevertheless not be alowed in
certain configurations especially with adjacent sensors (with the dataflash application
embedded in the sensor software) working with the same |1 code as explained in 8C.2.1.
If the termination of the contract by a ground system is to be exercised, it should also be
noticed that the ground system should anticipate the exit of the aircraft from its coverage
to send the close-out message.

Dataflash request containing multiple contracts

It is possible to merge severa contracts into one single dataflash request. If multiple
events occur which are related to severa contracts of the initial dataflash request, one
downlink message for each individua event should be triggered containing the associated
transponder register. Each of these downlink messages should use the air initiated
protocol.

Transponder register data contained in the downlink message

The transponder register data received by the ground system following the extraction of a
downlink dataflash message consisting of two segments are the transponder register data
at the time of the event. The transponder register data may be up to 1 aerial scan old

since the event may occur just after the illumination of the aircraft. Should the end-user
need more up-to-date data, the user should use the event announcement to trigger

extraction via GICB protocol to get the latest transponder register data.



